DIGITALE SOUVERANITAT

bei Unternehmen in Deutschland -
sie wird angestrebt, aber noch nicht erreicht
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Management Summary

Die vergangenen Monate haben gezeigt, welche
negativen Folgen mit zu groBen wirtschaftlichen
Abhangigkeiten einhergehen kdnnen - beispiels-
weise im Technologiebereich. Bereits vor einigen
Jahren rlUckte deshalb schon beim Bundeswirt-
schaftsministerium der Aspekt digitaler Sou-
veranitat in den Fokus - also eine Starkung der
Unabhangigkeit und Selbstbestimmung der Un-
ternehmen bei digitalen Technologien.

Den gegenwartigen Status quo bei Unternehmen
in Deutschland hinsichtlich ihrer digitalen Sou-
veranitat haben LANCOM, techconsult und das
Handelsblatt Research Institute mit einer Befra-
gung von 256 Entscheider:innen, Verantwortliche,
Manager:innen und Administrator:innen aus dem
IT-Bereich, die in Unternehmen mit 250 und mehr
Beschaftigten arbeiten, untersucht. Betrachtet
wurden dabei die vier Fokusfelder Hardware & IT-
Infrastruktur, Software & Anwendungen, Daten
sowie IT-Sicherheit.

Als ein zentrales Ergebnis zeigt sich, dass digitale
Souveranitat im Bewusstsein der Unternehmen
verankert ist. Ungefahr 70 Prozent Befragten
aus dem IT-Bereich schatzen den Stellenwert des
Themas aktuell als hoch ein. Die Bedeutung der
digitalen Souveranitat ist bei den Unternehmen
angekommen. Allerdings wird sie groBtenteils
noch nicht erreicht, wie ein Blick auf die einzel-
nen Fokusfelder verdeutlicht.

Insbesondere in den Bereichen Hardware & IT-
Infrastruktur, Software & Anwendungen sowie IT-
Sicherheit zeigt sich, dass die Unternehmen zwar
Uberwiegend Aspekte der digitalen Souveranitat
bei der Auswahl von Komponenten und Anwen-
dungen bertcksichtigen. Jedoch bei immer noch
ungefahr ein Drittel der Unternehmen starke Ab-
hangigkeiten von nicht-europdischen Anbietern
vorliegen. Der Hauptgrund hierfdr ist meist, dass
dieeingesetzte Hardware, Software oder Security-
Komponenten nicht von Herstellern aus der EU
stammen. Ebenfalls sind einige Unternehmen nicht
inder Lage, ohne externe Unterstitzung beispiels-
weise Open-Source-basierte Software einzuset-
zen oder ausreichende MaBnahmen hinsichtlich
IT-Sicherheitsvorkehrungen, Kompetenzvermitt-
lung und Krisenmanagement durchzufthren.
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Management Summary

Einzig im Fokusfeld Daten zeigt sich bereits ein
groBerer Fortschritt. Die Unternehmen streben
nicht nur digitale Souveranitat an, sondern sind
diesem Ziel auch naher als in den anderen Be-
reichen. Der Anteil der Unternehmen mit starker
Abhangigkeit von nicht-europaischen Anbietern
ist beispielsweise gut zehn Prozentpunkte ge-
ringer als im Bereich Software & Anwendungen.
Mehr als drei Funftel der Unternehmen entschei-
den bewusst - und kontrollieren auch -, wer auf
welche Daten Zugriff hat. Auch die Anforderun-
gen der Datenschutzgrundverordnung (DSGVO)
werden von drei Viertel der befragten Unterneh-
men in der taglichen Praxis erfullt.

Insgesamt gibt es aber bei der digitalen Souve-
ranitat noch Handlungsbedarf, wobei vermutlich
die Unternehmen sowie der Staat gleichermal3en
gefragt sind. Ein Schllssel kdbnnen beispielsweise
staatliche Vorgaben sein, um zu gro3e Abhangig-
keiten oder ,nicht vertrauenswirdige” Lieferanten
zu vermeiden. Dass solche Vorgaben erfolgsver-
sprechend sind, lasst sich am Datenbereich able-
sen, der mit der DSGVO bereits strenge staatliche
Vorgaben und zugleich den hoéchsten - im Ver-
gleich der vier Fokusfelder - Grad der digitalen
Souveranitat bei den Unternehmen aufweist.

Staatliche Vorgaben nitzen allerdings nichts,
wenn das passende Angebot fehlt. Hier kann ak-
tive Industriepolitik helfen, die gezielt Bereiche
auf- und ausbaut sowie fordert. Beispiele hierfr
sind das europaische Chip-Gesetz und die Forde-
rung einer Batterie-Produktion. Die Politik kann
darUber hinaus auch weniger regulierend eingrei-
fen und stattdessen die Standortbedingungen fur
Unternehmen verbessern.

Bei der Steigerung der digitalen Souveranitat ist
allerdings nicht nur der Staat gefragt. Die Unter-
nehmen sind ebenfalls selbst verantwortlich.
Dazu gehort die Bereitschaft, hohere Kosten zu
akzeptieren, die unter Umstdnden mit dem Ein-
kauf bei europdischen Herstellern verbunden sind.
Dartber hinaus sind passende Weiterbildung und
gezieltes Recruiting der Schlussel, um Abhdngig-
keiten der Unternehmen im digitalen Bereich auf-
grund fehlender Fahigkeiten zu reduzieren.
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Einleitung

Einleitung

In den vergangenen Monaten ruckte das Thema
groBer wirtschaftlicher Abhangigkeiten verstarkt
in den Fokus von Politik und Wirtschaft. Im Mit-
telpunkt stand dabei nicht nur der Energiesektor,
sondern auch der Technologiebereich, wo es auf-
grund von Produktionsverzégerungen im Ausland
zu einem Mangel an Bauteilen und Rohstoffen in
Deutschland kam. Die heimischen Unternehmen
spUrten schmerzhaft, wie stark sie von Importen
aus Asien und Nordamerika abhangig sind.

Bereits vor einigen Jahren beschaftigten sich der
Bundesverband Informationswirtschaft, Telekom-
munikation und neue Medien (Bitkom) sowie das
Bundeswirtschaftsministerium mit der Starkung
der Unabhangigkeit und Selbstbestimmung bei
digitalen Technologien. Beide Akteure pladieren
fur mehr digitale Souveranitat von europaischen
Unternehmen und Verwaltung.

Dieser Begriff ist laut Bitkom nicht eindeutig defi-
niert. Im Kern geht es darum, digitale Abhangig-
keiten zu reduzieren, keinesfalls wird damit eine
digitale Autarkie angestrebt. In einem digital sou-
veranen Deutschland mussen nicht alle digitalen
Technologien selbst entwickelt und produziert
werden. Spezialisierungsvorteile und externe Lo-
sungen mit mehr Leistung kénnen durchaus ge-
nutzt werden. Nur sollte dabei die Abhangigkeit
vom Ausland nicht zu grof3 sein.

Digitale Souveranitat berthrt damit sowohl indus-
trie- und sicherheitspolitische Aspekte als auch
verbraucherpolitische und individualrechtliche
Herausforderungen. Insofern betrifft das Thema
Staat, Wirtschaft und Gesellschaft.
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Im Jahr 2021 hat das Leibniz-Zentrum fur Europai-
sche Wirtschaftsforschung (ZEW) fur die Schwer-
punktstudie ,Digitale Souveranitat” des damaligen
Bundesministeriums fur Wirtschaft und Energie
eine Unternehmensbefragung in der Informations-
wirtschaft (IKT-Branche, Mediendienstleister, wis-
sensintensive Dienstleister) und dem verarbeiten-
den Gewerbe (Chemie und Pharma, Fahrzeugbau,
Maschinenbau, sonstiges verarbeitendes Gewerbe)
zum Thema digitale Souveranitdt durchgefihrt.
Dabei zeigte sich, dass das Thema bereits bei den
Unternehmen angekommen, die Verbreitung aller-
dings noch nicht flachendeckend gegeben ist.

Daran soll diese aktuelle Studie anschlieBen und
den gegenwartigen Status quo bei Unternehmen
in Deutschland hinsichtlich ihrer digitalen Souvera-
nitat beleuchten. Basis ist eine Befragung von Un-
ternehmensentscheider:innen, die LANCOM zu-
sammen mit dem Marktforschungsunternehmen
techconsult sowie dem Handelsblatt Research
Institute durchgefuhrt hat.

Diese Umfrage fand online zwischen Mitte De-
zember 2022 und Anfang Februar 2023 statt.
Schlussendlich wurden 256 Entscheider:innen,
Verantwortliche, Manager:innen und Adminis-
trator:innen aus dem IT-Bereich befragt, die in
Unternehmen mit 250 und mehr Beschaftigten
arbeiten. Gegenstand der Fragen waren der Sta-
tus quo im Bereich der digitalen Souveranitat, die
Abhangigkeit von Nicht-EU-Anbietern sowie der
Stellenwert der digitalen Souveranitat. Betrachtet
wurden dabei vier Fokusfelder:

| Hardware & IT-Infrastruktur
| Software & Anwendungen

Ausgangspunkt flr diese Fokusfelder ist die in
der Schwerpunktstudie ,Digitale Souveranitat”
des Bundeswirtschaftsministeriums genutzte Be-
reichsabgrenzung - Hardware/Infrastruktur, Soft-
ware/Anwendungen, Kunstliche Intelligenz, IT-
Sicherheit, digitale Plattformen, Daten. In dieser
Studie wurden diese sechs Bereiche zu den vier
genannten Fokusfeldern zusammengefasst.
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Als ein zentrales Ergebnis zeigt die Befragung,
dass digitale Souveranitat im Bewusstsein der
Unternehmen verankert ist. Ungefahr 70 Prozent
der Befragten aus dem IT-Bereich schatzen den
Stellenwert des Themas aktuell als eher bzw. sehr
hoch ein (siehe Abbildung 01). Nur bei zwei Pro-
zent der Unternehmen ist die Bedeutung der digi-
talen Souveranitat sehr gering. In dieser Hinsicht
wird das Ergebnis der Schwerpunktstudie ,Digi-
tale Souveranitat” des Bundeswirtschaftsministe-
riums bestatigt. Die Bedeutung der digitalen Sou-
veranitat ist bei den Unternehmen angekommen.

Interessanterweise ist es nicht so, dass groBe
Unternehmen durchweg starker auf digitale Sou-
veranitat achten als kleine - es gibt keinen eindeu-
tig positiven Zusammenhang mit der Unterneh-
mensgroBe. Vielmehr zeigt sich eine umgekehrte
U-Form. In Unternehmen mit 500 und mehr, aber
weniger als 2.000 Beschéaftigten, wird der digitalen
Souveranitat ein etwas groBerer Stellenwert einge-
raumt als in kleineren oder gréBeren Unternehmen.

04
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Wie hoch schitzen Sie den Stellenwert
des Themas digitale Souveranitat aktuell
in lhrem Unternehmen ein?

Anteil der Befragten in Prozent

M Sehr hoch M Eher hoch

M Eher gering Weif3 nicht

Sehr gering

Quelle: Handelsblatt Research Institute / LANCOM

Gewisse Unterschiede zeigen sich ebenfalls bei
einer nach Branchen differenzierten Betrachtung.
Wahrend mit etwa 90 Prozent besonders viele
Unternehmen aus dem Bereich Banken und Versi-
cherungen den Stellenwert als sehr bzw. eher hoch
einschatzen, liegt der Anteilswert im Handelsbe-
reich mit 50 Prozent unter dem Durchschnitt.

Unterschiede gibt es darUber hinaus bei den ein-
zelnen Fokusfeldern, die nun im Folgenden be-
trachtet werden.



Hardware & IT-Infrastruktur
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Im Fokusfeld Hardware und IT-Infrastruktur zeigt
sich der hohe Stellenwert der digitalen Souvera-
nitat in den Unternehmen. Nahezu zwei Drittel
(Skalenwert 1 & 2) der befragten IT-Beschaftigten
geben an, dass bei der Auswahl von Hard- und
IT-Infrastrukturkomponenten im Unternehmen
Aspekte der digitalen Souveranitat bertcksichtigt
werden (siehe Abbildung 02). Nur bei drei Prozent
ist das nicht der Fall (Skalenwerte 5 & 6).

Hier zeigt sich ebenfalls ein Zusammenhang mit
der UnternehmensgréBRe und der Branche. Wie-
derum fallt die Berucksichtigung bei kleineren
Unternehmen mit weniger als 500 Beschaftigten
und groBen Unternehmen mit 2.000 oder mehr
Beschaftigten geringer aus. Im Hardwarebereich
achten allerdings insbesondere Industrieunter-
nehmen auf die digitale Souveranitat (79 Pro-
zent), wahrend die Bertcksichtigung bei Dienst-
leistungsunternenmen deutlich geringer ausfallt
(58 Prozent).

02 | Inwiefern trifft diese Aussage
auf lhr Unternehmen zu?

Anteil der Befragten in Prozent

M Trifft voll und ganz zu (1)
H2
m:3

4

5
M Trifft Uberhaupt nicht zu (6)
Keine Angabe

2\ 6
7

,»Bei der Auswahl
von Hard- und IT-
Infrastrukturkomponen-
ten beriicksichtigen wir

Aspekte der digitalen
Souverdnitat.”

Quelle: Handelsblatt Research Institute / LANCOM
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Hardware & IT-Infrastruktur

Der verbal hohe Stellenwert der digitalen Souve-
ranitat zeigt sich noch nicht im konkreten Handeln
der Unternehmen. Im Bereich Hardware und IT-In-
frastruktur ist nur bei einem Viertel der befragten
Unternehmen die Abhangigkeit von nichteuropai-
schen Anbietern auf einem - maximal - geringen
Niveau (siehe Abbildung 03). Fast ein Drittel der
befragten IT-Beschéaftigten gibt hingegen an,
dass die Abhangigkeit in ihrem Unternehmen
(sehr) stark ist. Von einer wirklich erreichten di-
gitalen Souveranitat bei Hard- und IT-Infrastruk-
turkomponenten kann bei den meisten Unterneh-
men daher noch nicht gesprochen werden.

Wie bewerten Sie die Abhangigkeit lhres
Unternehmens von nichteuropdischen
Anbietern im Bereich der Hardware und
IT-Infrastruktur?

Anteil der Befragten in Prozent

W Sehr starke Abhangigkeit Geringe Abhangigkeit
M Starke Abhangigkeit Keine Abhangigkeit
H Mittlere Abhangigkeit B WeiB nicht

%

Quelle: Handelsblatt Research Institute / LANCOM
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Hardware & IT-Infrastruktur

Ein vertiefender Blick auf einzelne Aspekte zeigt
konkret, woran es noch mangelt (siehe Abbil-
dung 04). Bei vielen Unternehmen stammt die
eingesetzte Hardware von Anbietern auBerhalb
der EU. Nur etwa zwei Funftel der Befragten ge-
ben an, dass dies (eher) nicht der Fall ist. Mit der
Abhdangigkeit beispielsweise von einem chinesi-
schen oder US-amerikanischen Hersteller ergibt
sich fur Unternehmen das Risiko, dass handels-
politische Aktionen wie Ausfuhrbeschrankungen
oder Zolle sie belasten. Besonders bei Handels-
unternehmen ist das Risiko hoch, da hier nur bei
zehn Prozent der Unternehmen die eingesetzte
Hardware von Anbietern aus der EU stammt.

DarUber hinaus zeigt sich in den Antworten, dass
die digitale Souveranitat im Hardware- und Infra-
strukturbereich aktuell noch gering ist, weil die
eingesetzte Hardware nicht ohne Verzdgerung
(nach-)geliefert werden kann. Nur bei 39 Prozent
der Unternehmen ist dies moglich. Damit ist ein
sofortiger Ersatz beispielsweise bei einem Ausfall
nicht gegeben, und unter Umstanden muss der
Betrieb im Unternehmen teilweise eingestellt wer-
den. Ohne sofortige Lieferung kdnnen Unterneh-
men ebenfalls nicht schnell auf eine groBere Nach-
frage reagieren, da die Produktionskapazitaten
nur mit Verzégerung erweitert werden kénnen.

Anteil der Befragten in Prozent
M Trifft vollund ganzzu (1) M2 M3 4

18 23

10 29

Quelle: Handelsblatt Research Institute / LANCOM
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5 M Trifft Uberhaupt nicht zu (6)

22

N
W
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Wir haben Notfallpldne fiir den Ausfall bestimmter Cloud-Dienste.

In nahezu allen Unternehmen sind in irgendeiner
Form Cloud-Systeme im Einsatz. Eine zu groBe
Abhangigkeit beeintrachtigt ebenfalls die digi-
tale Souveranitat. Dies kann der Fall sein, wenn
nur die Systeme eines Anbieters genutzt werden.
Fallt dieser dann aus, mussen alle cloudbasierten
Prozesse im Unternehmen gestoppt werden.

Eine solche kritische Abhangigkeit zeigt sich bei
vielen Unternehmen. Nur ungefahr zwei Funftel
der Befragten geben fur ihr Unternehmen an,
dass unterschiedliche Cloud-Anbieter genutzt
werden. Bei den restlichen Unternehmen ist ein
solches Multi-Cloud-Konzept eher nicht im Ein-
satz. Diese Unternehmen sollten sich verstarkt da-
riber Gedanken machen, wie sie auf einen Cloud-
Ausfall reagieren kénnen. Zumindest ist insge-
samt positiv zu bewerten, dass fast zwei Drittel
der betrachteten Unternehmen Notfallpldne far
den Ausfall bestimmter Cloud-Dienste haben.

Inwiefern trifft die jeweilige Aussage auf lhr Unternehmen zu?

W Keine Angabe

Unsere eingesetzte Hardware stammt von Herstellern aus der EU.

18

15 11

Die von uns eingesetzte Hardware kann ohne Verzégerung geliefert bzw. nachgeliefert werden.

20 13

Wir nutzen unterschiedliche Private- oder Public-Cloud-Anbieter fiir unsere Daten und Dienste (Multi-Cloud).

11 7
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Software & Anwendungen

Im Softwarebereich zeigt sich hinsichtlich der digi-
talen Souveranitat ein vergleichbares Bild wie bei
der Hardware. Die Unternehmen haben die digi-
tale Souveranitat im Blick und arbeiten auf dieses
Ziel hin, sie ist allerdings noch nicht erreicht.

Ungefahr drei Funftel der befragten IT-Beschaftig-
ten geben fur ihr Unternehmen an, dass auf digi-
tale Souveranitat bei der Auswahl von Software-
und Anwendungskomponenten geachtet wird
(siehe Abbildung 05). Nur bei etwa sechs Prozent
der Unternehmen ist dies eher nicht der Fall (Ska-
lenwerte 5 & 6). Wird bei der Betrachtung nach
der UnternehmensgréBe differenziert, zeigt sich
das bekannte Bild: Die Berucksichtigung ist bei
den Unternehmen mit weniger als 500 und mehr
als 2.000 Beschaftigten geringer ausgepragt. Im
Branchenkontext ist zu beobachten, dass der
Anteil der Unternehmen, bei denen auf digitale
Souveranitat im Softwarebereich geachtet wird,
insbesondere im Handel und im Bereich &ffentli-
che Verwaltungen, Non-Profit sowie Gesundheits-
und Sozialwesen unterdurchschnittlich ist.

Inwiefern trifft diese Aussage
auf lhr Unternehmen zu?
Anteil der Befragten in Prozent

W Trifft voll und ganz zu (1)

2 5

W3 W Trifft tberhaupt nicht zu (6)
4 Keine Angabe

6
Q
,,Bei der Auswahl
von Software- und
Anwendungskompo-
nenten beriicksichtigen

wir Aspekte der digita-
len Souveranitat.«

Quelle: Handelsblatt Research Institute / LANCOM
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Software & Anwendungen

Die Berlcksichtigung digitaler Souveranitat bei
der Auswahl von Software- und Anwendungs-
komponenten tragt allerdings noch keine Friichte.
Bei einem Drittel der befragten Unternehmen ist
im Softwarebereich die Abhangigkeit von nicht-
europdischen Anbietern noch (sehr) stark (siehe
Abbildung 06). Erst ein Viertel der Unternehmen
kann fUr sich in Anspruch nehmen, digital souve-
ran beim Thema Software zu sein, da hier die Ab-
hangigkeit nur gering ist.

Diese Abhangigkeit ruhrt maRgeblich daher, dass
nur bei etwas mehr als einem Drittel der betrach-
teten Unternehmen die Software von Herstellern
aus der EU stammt (siehe Abbildung 07). Etwa
13 Prozent der Befragten aus dem [T-Bereich
geben sogar an, dass ihre Software nahezu voll-
standig auBerhalb der EU hergestellt wurde.
Insbesondere bei Betriebssystemen und Office-
Programmen bestehen grundsatzlich groe Ab-
hangigkeiten von US-amerikanischen Unterneh-
men. Namentlich im Handelsbereich stammt die
Software vielfach von Anbietern auBerhalb der
EU. Zumindest ist in dieser Branche der Anteil
der Unternehmen, die nahezu keine Software von
Herstellern aus der EU einsetzen, mit 20 Prozent
Uberdurchschnittlich hoch.

Wie bewerten Sie die Abhangigkeit lhres
Unternehmens von nichteuropaischen
Anbietern im Bereich der Software und
Anwendungen?

Anteil der Befragten in Prozent

W Sehr starke Abhangigkeit Geringe Abhangigkeit
M Starke Abhangigkeit Keine Abhangigkeit
M Mittlere Abhangigkeit M WeiB nicht

Quelle: Handelsblatt Research Institute / LANCOM
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Software & Anwendungen

Eine Abhangigkeit im Softwarebereich Iasst sich
auch durch den Einsatz von Open-Source-An-
wendungen verringern. Allerdings gibt es auch
hier aktuell noch einige Einschrankungen bei den
Unternehmen. So ist nur bei etwas mehr als der
Halfte der Befragten das jeweilige Unternehmen
in der Lage, eigenstandig Open-Source-basierte
Software einzusetzen und fur seine Zwecke wei-
terzuentwickeln. Ohne diese Fahigkeit sind die
Unternehmen allerdings beim Open-Source-Ein-
satz von externer Unterstitzung abhangig, die
unter Umstanden von Dienstleistern auBerhalb
der EU erbracht wird. Damit beginnt der Abhan-
gigkeitskreislauf von Neuem.

Die Qualifikation der Beschaftigten ist grundsatz-
lich ein Schlussel zur digitalen Souveranitat. Ein-
drucksvoll zeigte sich dies vor einigen Jahren im
Bankensektor, dessen IT-Systeme vielfach noch
auf der Programmiersprache Cobol beruhten.
Problematisch war, dass diese Sprache in der
Ausbildung der jungeren Programmierer nicht
mehr Lehrinhalt war und daher die Unterstitzung

Anteil der Befragten in Prozent

M Trifft vollund ganzzu (1) M2 M3 4

19 18

26 30

27 31

21 33

Quelle: Handelsblatt Research Institute / LANCOM
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teils bereits im Ruhestand befindlicher IT-Fach-
krafte bendtigt wurde. Es ist daher wichtig, Soft-
ware einzusetzen, flur die es zumindest aktuell
Weiterbildungsangebote gibt. Allerdings geben
immer noch mehr als zwei Funftel der Befragten
an, dass in ihren Unternehmen keine bewusste
Entscheidung fur Software erfolgt, fur die Weiter-
bildungsangebote existieren.

Das Thema Cloud wurde bereits im Hardwarebe-
reich aufgegriffen. Die Abhangigkeit von einem
Anbieter oder wenigen Anbietern mindert die
digitale Souveranitat, da beispielsweise die Aus-
wirkungen eines Systemausfalls sehr gravierend
sein kénnen. Allerdings ist ein Unternehmen auch
beim Einsatz mehrerer Cloud-Anbieter nur dann
digital souveran, wenn ein Wechsel zwischen den
Systemen ohne groBen Aufwand moglich ist. Dazu
gehort, dass eingesetzte Software und Anwen-
dungen von einer Cloud-Plattform auf eine andere
Plattform migrieren kdnnen. Hierzu sind allerdings
nicht alle befragten Unternehmen imstande. Nur
54 Prozent sehen sich dazu in der Lage.

Inwiefern trifft die jeweilige Aussage auf lhr Unternehmen zu?

5 M Trifft Gberhaupt nicht zu (6) M Keine Angabe

Die von uns eingesetzte Software stammt von Herstellern aus der EU.

23 9

Wir sind in der Lage, eigenstdndig Open-Source-basierte Software einzusetzen und fiir unsere Zwecke weiterzuentwickeln.

s I

18 11

Wir entscheiden uns bewusst fiir Software, bei der Weiterbildungsmaglichkeiten fiir unsere Mitarbeiter:innen zur Verfiigung stehen.

21 10 4

Wir wdren in der Lage, eingesetzte (Cloud-)Software und Anwendungen auch auf eine andere Plattform zu migrieren.

24 10

+ HilA
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Daten

Im Fokusfeld Daten stellt sich die Situation diffe-
renzierter dar. Die Unternehmen streben nicht nur
digitale Souveranitat an, sondern sind diesem Ziel
auch deutlich naher als im Hardware- und Soft-
warebereich.

Fast 70 Prozent der befragten IT-Beschaftigten
geben fur ihr Unternehmen an, dass auf digitale
Souveranitat beim Umgang mit Daten geachtet
wird (siehe Abbildung 08). Besonders stechen
wieder Unternehmen im mittleren GréBenbereich
mit einer Beschaftigtenzahl zwischen 500 und
2.000 hervor. Unterschiede gibt es ebenfalls zwi-
schen den Branchen. Im Datenbereich sind es nun
die Banken und Versicherungen, bei denen mit
fast 82 Prozent Uberdurchschnittlich viele Unter-
nehmen digitale Souveranitat berticksichtigen.

Inwiefern trifft diese Aussage
auf lhr Unternehmen zu?
Anteil der Befragten in Prozent

M Trifft voll und ganz zu (1)

[ W 5

3 W Trifft uberhaupt nicht zu (6)
4 Keine Angabe

»Im Umgang mit
Daten beriicksichtigen

wir Aspekte der
digitalen Souveranitat.“

Quelle: Handelsblatt Research Institute / LANCOM
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Und diese Berlcksichtigung tragt auch schon
erste Fruchte. Denn anders als bei Hardware und
Software geben die Befragten fur den Datenbe-
reich geringere Abhangigkeiten von nicht-euro-
paischen Anbietern an (siehe Abbildung 09). Gut
36 Prozent der Befragten sagen, dass eine Ab-
hangigkeit gering oder sogar nicht vorhanden ist.
Zwar liegt bei ungefahr 27 Prozent der Unterneh-
men immer noch eine starke Abhangigkeit vor,
dieser Anteil ist aber gut zehn Prozentpunkte ge-
ringer als bei den anderen Fokusfeldern.

Ein bestimmendes Moment mit Blick auf die digi-
tale Souveranitat in diesem Bereich ist das Thema
Datenschutz, der besonders im Blickfeld der Un-
ternehmen ist. Beispielsweise entscheiden mehr
als drei Funftel der Unternehmen bewusst - und
kontrollieren -, wer auf welche Daten Zugriff hat
(siehe Abbildung 10).

Wie bewerten Sie die Abhangigkeit

lhres Unternehmens von nichteuropdischen
Anbietern im Bereich der Daten?

Anteil der Befragten in Prozent

W Sehr starke Abhangigkeit Geringe Abhangigkeit
M Starke Abhangigkeit Keine Abhangigkeit
H Mittlere Abhangigkeit B WeiB nicht

Quelle: Handelsblatt Research Institute / LANCOM
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Auch die Anforderungen der Datenschutzgrund-
verordnung (DSGVO) werden von drei Viertel der
befragten Unternehmen in der taglichen Praxis er-
fullt. Zugleich bedeutet dies allerdings auch, dass
ein Viertel hier noch Verbesserungspotenzial hat.

Neben dem Datenschutz steht die Datensicher-
heit im Fokus. Auch bei diesem Aspekt ist ein
GroBteil der Unternehmen bereits gut aufgestellt.
Jeweils gut drei Viertel der befragten Personen
aus dem IT-Bereich geben fur ihr Unternehmen
an, dass sie Methoden und Tools zur Verschlis-
selung sensibler Daten einsetzen und damit ins-
gesamt flr eine sichere Verschlisselung beim
Datenaustausch sorgen.

Anteil der Befragten in Prozent

B Trifft vollund ganz zu (1) W2 M3 4

59

50

Quelle: Handelsblatt Research Institute / LANCOM
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5 M Trifft Uberhaupt nicht zu (6)

/ “”H“ I

Entscheidend fUr eine geringe Abhangigkeit und
damit fUr digitale Souveranitat ist dardber hinaus
die Maglichkeit, Daten jederzeit von einem Ort an
einen anderen verschieben zu kénnen. Hierzu ist
allerdings nicht einmal die Halfte der Unterneh-
men in der Lage. Nur 48 Prozent der Befragten
geben an, dass in ihrem Unternehmen gespei-
cherte und verarbeitete Daten jederzeit in andere
Systeme Ubertragen werden kdnnen.

Inwiefern trifft die jeweilige Aussage auf lhr Unternehmen zu?

W Keine Angabe

Wir entscheiden bewusst dariiber, wer auf welche unserer Daten Zugriff hat.

5 3§

25 7

Die Anforderungen der Datenschutzgrundverordnung (EU-DSGVO) werden in unserem Unternehmen in der taglichen Praxis erfiillt.

5 21H

Wir sorgen beim Datenaustausch fiir eine sichere Verschliisselung.

27 11 EE2 4

Wir verwenden Methoden und Tools zur Verschliisselung sensibler Daten.

2 2 1 EED:

Von uns gespeicherte und verarbeitete Daten kénnen jederzeit in andere Systeme iibertragen werden.

21 27

23 13
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IT-Sicherheit

IT-Sicherheit

Nach dem durchaus positiven Bild im Fokusfeld
Daten, ist der Fortschritt bei der digitalen Sou-
veranitat im Bereich IT-Sicherheit hingegen nicht
so groB. Das liegt nicht an einem mangelnden
Bewusstsein. Nahezu zwei Drittel der Befragten
geben fur ihre Unternenmen an, dass bei der
Gestaltung der [T-Sicherheitsinfrastruktur die
digitale Souveranitat bertcksichtigt wird (siehe
Abbildung 11). Neben dem bereits bekannten
Zusammenhang mit der UnternehmensgroBe
hat die digitale Souveranitat bei der IT-Sicher-
heit einen grofen Stellenwert, insbesondere bei
Unternehmen aus der Industrie sowie dem Fi-
nanzbereich. Moglicherweise, weil es in diesen
Branchen um groBere Werte geht, die es - digi-
tal souveran - zu schitzen gilt.

Trotz des hohen Stellenwerts der digitalen Sou-
veranitat gibt es jedoch bei fast einem Drittel der
Unternehmen starke Abhdngigkeiten von IT-Si-

Inwiefern trifft diese Aussage
auf lhr Unternehmen zu?
Anteil der Befragten in Prozent

W Trifft voll und ganz zu (1)

[ W 5

W3 W Trifft Gberhaupt nicht zu (6)
4 Keine Angabe

»Beider
Gestaltung der IT-
Sicherheitsinfrastruktur

beriicksichtigen wir
Aspekte der digitalen
Souverdnitat.”

Quelle: Handelsblatt Research Institute / LANCOM

11

12

cherheits-Anbietern, die auBerhalb Europas sit-
zen (siehe Abbildung 12). Dies liegt wiederum
maBgeblich daran, dass die bei der IT-Sicherheit
eingesetzten Komponenten zu groen Teilen von
Herstellern auBerhalb der EU stammen. Zwar ge-
ben gut 56 Prozent der Unternehmen an, dass
gezieltvon Anbietern aus der EU eingekauft wird
(siehe Abbildung 13). Aber bei den restlichen Un-
ternehmen ist dies in Ganze nicht der Fall. Gerade
bei der IT-Sicherheit kann eine solche Zusammen-
arbeit mit nicht-europaischen Lieferanten pro-
blematisch und gefahrlich sein. Dies verdeutlich
das Beispiel des russischen Herstellers Kaspersky.
Kurz nach Beginn des russischen Angriffskrieges
gegen die Ukraine und russischen Drohungen
gab das Bundesamt fur Sicherheit in der Infor-
mationstechnik (BSI) in der Pressemitteilung am
15. Marz 2022 eine Warnung vor der Nutzung
der Software aus, da ein russischer IT-Hersteller
selbst offensive Operationen durchfihren bzw.
dazu gezwungen werden kann.

Wie bewerten Sie die Abhangigkeit

lhres Unternehmens von nichteuropdischen
Anbietern im Bereich der IT-Sicherheit?
Anteil der Befragten in Prozent

W Sehr starke Abhangigkeit Geringe Abhangigkeit
M Starke Abhangigkeit Keine Abhangigkeit
W Mittlere Abhéngigkeit M WeiB nicht

Quelle: Handelsblatt Research Institute / LANCOM
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IT-Sicherheit

DarUber hinaus kommt es auch bei der IT-Sicher-
heit auf das passende Know-how bei den Be-
schaftigten an. Hierzu geben jedoch mit 46 Pro-
zent weniger als die Halfte der Befragten an, dass
ihre Unternehmen in der Lage sind, ohne externe
Hilfe ausreichende MaBnahmen hinsichtlich IT-
Sicherheitsvorkehrungen, Kompetenzvermittiung
und Krisenmanagement durchzufthren. Insofern
sind mehr als 50 Prozent der Unternehmen in ei-
nem gewissen Maf auf externe Hilfe angewiesen,
woraus wiederum Abhdangigkeiten resultieren, die
die digitale Souveranitat schmalern.

Ein verlasslicher Partner beim Thema IT-Sicher-
heit ist fur die Unternehmen das BSI, dessen
Empfehlungen die Unternehmen vertrauen kon-
nen. Gut zwei Drittel der Befragten aus dem IT-
Bereich geben an, dass in ihrem Unternehmen auf
IT-Sicherheitsprodukte gesetzt wird, die vom BSI
zugelassen und/oder zertifiziert sind. Im Gegen-
zug bedeutet dies allerdings auch, dass eine nicht
unerhebliche Zahl an Unternehmen noch nicht
umfassend mit solchen Gutesiegeln arbeitet.

13

12

Inwiefern trifft die jeweilige Aussage auf lhr Unternehmen zu?
Anteil der Befragten in Prozent

W Trifft vollund ganzzu (1) M2 M3 4 5 M Trifft Uberhaupt nicht zu (6) M Keine Angabe

Wir beziehen Security-Komponenten bewusst von Herstellern aus der EU.

25 31 18 10 6

W
~N

Wir sind auf keine externe Hilfe angewiesen, um ausreichende MaBnahmen hinsichtlich IT-Sicherheitsvorkehrungen,
Kompetenzvermittlung und Krisenmanagement durchzufiihren.

17 29 26 14 7

Wir setzen auf Produkte, die vom BSI zugelassen und/oder zertifiziert sind (z.B. Giitesiegel IT-Sicherheitskennzeichen),
um unsere Vertrauenswiirdigkeit sicherzustellen.

25 36 14 10 3yl 11

Quelle: Handelsblatt Research Institute / LANCOM
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Mogliche Ansatze zur Steigerung der digitalen Souveranitat

Die Ergebnisse der Befragung zeigen, dass eine
digitale Souveranitat bei den Unternehmen in
Deutschland noch in keinem Bereich ausreichend
gegeben ist - am ehesten noch im Fokusfeld Da-
ten. Allerdings zeigt sich in den Antworten auch,
dass es nicht am notigen Bewusstsein mangelt.
Ein hoher Stellenwert wird dem Thema durchaus
zugestanden.

Allerdings schaffen es die Unternehmen noch
nicht, ein hoheres Niveau einer digitalen Sou-
veranitat zu erreichen. Um dies zu andern, sind
vermutlich sowohl die Unternehmen als auch der
Staat gefragt. Ein Schlissel kénnen beispiels-
weise staatliche Vorgaben sein, um zu grof3e
Abhéngigkeiten oder nicht vertrauenswurdige
Lieferanten zu vermeiden. Ein Beispiel daflr ist
die Diskussion rund um die Partner der Tele-
kommunikationsunternehmen beim Netzausbau
in Deutschland (siehe beispielsweise den Artikel
.Berlin plant Huawei-Verbot®, der am 7. Marz im
Handelsblatt erschienen ist).. Dass solche Vor-
gaben Erfolg versprechend sind, lasst sich am
Datenbereich ablesen. Denn es ist dieses Fokus-
feld, das mit der DSGVO bereits strenge staat-
liche Vorgaben aufweist, in dem der Grad der
digitalen Souveranitat bei den Unternehmen am
hdchsten ist. Gerade in Deutschland stehen Da-
ten und Datenschutz immer stark im Mittelpunkt
der Diskussion. Vielleicht fuhrte dies dazu, dass
die Unternehmen besonders in diesem Bereich
ihnre Abhangigkeiten reduziert haben.

13

Mogliche Ansatze zur Steigerung
der digitalen Souveranitat

Ob sich strengere staatliche Regelungen wirklich
positiv auf die digitale Souveranitat auswirken,
durfte als Nachstes im Bereich der IT-Sicher-
heit zu beobachten sein. Denn hier trat Anfang
des Jahres die NIS2-Richtlinie (Richtlinie Gber
MaBnahmen fUr ein hohes gemeinsames Cyber-
sicherheitsniveau in der Union) der EU in Kraft,
die bis Oktober 2024 von allen Mitgliedsstaaten
in nationales Recht Ubernommen werden muss.
NIS2 ist eine Erweiterung der NIS-Richtlinie von
2016. Dadurch sind nun noch mehr Unternehmen
aus dem Bereich der kritischen Infrastruktur bei-
spielsweise dazu verpflichtet, ihr Risikomanage-
ment sowie ihre SicherheitsmaBnahmen zu ver-
bessern und Verfahren, Inhalte sowie Fristen zur
Meldung von Sicherheitsvorfallen zu beachten.

Staatliche Vorgaben nitzen allerdings nichts,
wenn das passende Angebot fehlt. So haben die
Unternehmen in der Befragung im Rahmen der
Schwerpunktstudie ,Digitale Souveranitat® des
Bundeswirtschaftsministeriums angegeben, dass
fehlende Angebote europaischer Hersteller der
Hauptgrund fur die bestehenden Abhangigkei-
ten von nichteuropdischen Anbietern ist. Insofern
sollte der Staat auch daftr Sorge tragen, dass die
Unternehmen ihre benoétigte Hardware und Soft-
ware auch aus Europa beziehen kdnnen - zumin-
dest in einem gréBeren Umfang als bisher.
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Mogliche Ansatze zur Steigerung der digitalen Souveranitat
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Ein Ansatz daflr ist aktive Industriepolitik, die
gezielt diese Bereiche auf- und ausbaut sowie
fordert. Beispiele hierflr sind das Europaische
Chip-Gesetz und die Férderung einer Batterie-
produktion, mit denen ein Angebot in Europa ge-
schaffen werden soll. Zwei Technologiefelder, bei
denen aktuell groBe Abhdngigkeiten von asiati-
schen Herstellern bestehen.

Die Politik kann darUber hinaus auch weniger re-
gulierend eingreifen und stattdessen die Stand-
ortbedingungen fur Unternehmen verbessern,
beispielsweise durch MaBnahmen im Bereich
der Steuerpolitik oder zur Verbesserung der
Infrastruktur bzw. der Fachkraftebasis. Dies
steigert die Attraktivitat des Standorts fur alle
Unternehmen - somit auch fur die aus den Eng-
passbereichen.

Bei der Steigerung der digitalen Souveranitat ist
allerdings nicht nur der Staat gefragt. Die Unter-
nehmen sind ebenfalls selbst verantwortlich. Dazu
gehort die Bereitschaft, hdhere Kosten zu akzep-
tieren, die unter Umstanden mit dem Einkauf bei
europdischen Herstellern verbunden sind. Mit
den hoheren Aufwendungen steigern die Unter-
nehmen ihre digitale Souveranitat und verringern
Risiken und moglicherweise Gefahrdungen, aus
denen langfristig noch hohere Kosten resultieren
kdnnten.

Eine weitere Erkenntnis aus der Befragung ist zu-
dem, dass einige Abhangigkeiten der Unterneh-
men im digitalen Bereich auf fehlende Fahigkeiten
zurlickzufthren sind. Die Unternehmen sind auf
externe Unterstltzung angewiesen oder kdnnen
manche Punkte - Nutzung von Open-Source-An-
wendungen - nur begrenzt nutzen. Mit passender
Weiterbildung und gezieltem Recruiting - sofern
die Fachkrafte verfagbar sind - kdnnen die Unter-
nehmen dieser Herausforderung entgegenwirken.

Am Ende gibt es nicht den einen Schlussel zur
Verbesserung der digitalen Souveranitat. Es ist
eine Gemeinschaftsaufgabe.






07

Anhang

Betriebliche und
sozialdemografische Merkmale

WIE VIELE MITARBEITENDE SIND IN IHREM UNTERNEHMEN BESCHAFTIGT?

Hauptbranche
Offentliche
Verwaltungen,
Banken und Non-Profit,
Versicherung Gesundheits-
GESAMT Industrie Handel Dienstleistung Dienstleistung und Sozialwesen
Wie viele 250 bis 499 21,1% 22,8% 30,0% 221% 21,2% 14,0%
Mitarbeitende | 500 pis 999 18,4% 19,3% 10,0% 17,7% 24,2% 16,3%
sind in Ihrem
Unternehmen | 1000 bis 1999 21,5% 22,8% 21,2% 27,3% 20,9%
beschiftigt? 2000 oder mehr 39,1% 35.1% 60,0% 38,9% 27.3% 48,8%
Anzahl n= 256 57 10 113 33 43
WELCHE POSITION NEHMEN SIE AKTUELL IN IHREM UNTERNEHMEN EIN?
Wie viele Mitarbeitende sind in Hauptbranche
Ihrem Unternehmen beschaftigt? P
Banken | Offentliche Verwal-
250 500 1000 2000 und tungen, Non-Profit,
bis bis bis oder Dienst- Versi- Gesundheits- und
GESAMT | 499 999 1999 mehr | Industrie | Handel | leistung | cherung Sozialwesen
IT-Manager / 9 P 9 9 o 9 9 ” q
€10/ CISO 9,4% 7,4% 14,9% | 16,4% 4,0% 17,5% 10,0% 8.8% 9,1%
IT-Abteilungs-
- leiter*in / 22,3% 29,6% 31,9% 25,5% 12,0% 22,8% 30,0% 22,1% 27,3% 16,3%
Welche Position | teamleiter*in
nehmen Sie —
aktuell in REREF 63% | 7.4% | 85% | 73% | 40% | 12.3% 53% | 91%
lhrem Unter- IT-Infrastruktur
nehmen ein? 5 inistra-
'tz r’f‘;"“"'s"a 258% | 315% | 149% | 164% | 33.0% | 246% | 200% | 248% | 182% 37,2%
IT-Mitarbeiter*in 30,1% 20,4% | 27,7% | 29,1% | 37.0% 17,5% 40,0% 31,0% 27,3% 44,2%
Andere Position 6,3% 3,7% 2,1% 5,5% 10,0% 5,3% 8,0% 9,1% 2,3%
Anzahl n= 256 54 47 55 100 57 10 113 33 43

WELCHER BRANCHE LASST SICH DIE HAUPTTATIGKEIT IHRES UNTERNEHMENS ZUORDNEN?

Wie viele Mitarbeitende sind in Ihrem Unternehmen beschéftigt?
GESAMT 250 bis 499 500 bis 999 1000 bis 1999 2000 oder mehr
Industrie 22,3% 24,1% 23,4% 23,6% 20,0%
Handel 3,9% 5,6% 2,1% 6,0%
Dienstleistung 44,1% 46,3% 42,6% 43,6% 44,0%
Hauptbranche  ['5. 11 en und Versicherung 12,9% 13.0% 17,0% 16,4% 9,0%
Offentliche Verwaltungen,
Non-Profit, Gesundheits- 16,8% 11,1% 14,9% 16,4% 21,0%
und Sozialwesen
Anzahl n= 256 54 47 55 100

16



07 Anhang

Hardware & IT-Infrastruktur

HERKUNFT - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

lhrem Unternehmen beschéftigt? Hauptbranche
Offentliche
Verwaltungen,
250 500 1000 | 2000 Banken Non-Profit,
bis bis bis oder | Indus- Dienst- | und Ver- Gesundheits-

GESAMT | 499 999 1999 | mehr trie | Handel | leistung | sicherung | und Sozialwesen

10,0% | 15,0% 27,3% 16,3%

| x| 10 | 1200 | 2008 [00n | 210t | d008 | 100 | e
a0t | sox | oo | oax [o0n ] sav | doon | x|

e (e | o [so| oo | sws | e |

Anzafl 359% | 29.6% | 29.8% | 54,5% | 32,0% | 38,6% | 50,0% | 27,4% 48,5%
in Prozent

16.0% | 18.5% | 12.8% | 14.5% | 17.0% | 10.5% | 20.0% | 19.5% | 21.2%
in Prozent
Anzahl " o " o
32% | 19% | 21% | 55% | 3.0% | 3.5% 3.5% 3,0%
in Prozent
Anzafl 5% | 3.7% | 43% | 18% | 8.0% 10,0% | 4.4% 6.1%
in Prozent

LIEFERFAHIGKEIT - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

Ihrem Unternehmen beschéftigt? Hauptbranche
Offentliche
Verwaltungen,
250 500 1000 | 2000 Banken Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits-

GESAMT | 499 999 1999 | mehr | Industrie | Handel | leistung sicherung und Sozialwesen

10,2% , 17,5% 30,0% 9,7% 3,0% 2,3%

oo | [ | [soi| e o] o |

17



07 Anhang

BACKDOORS - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in Hauptbranche
lhrem Unternehmen beschéftigt? P

Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie leistung sicherung Sozialwesen

23,00 | 28,1% 28,3%

15.2% 9,3%

23,4% 29,6% | 23,4% | 18,2%

iror | 200n | 108 [sesn |sson | wn || v | e |

LIFECYCLE - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in Hauptbranche
Ihrem Unternehmen beschiftigt? P

Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
Gesamt 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen

45,0% | 43,9% 40,0% 38,9% 42,4%

41,9%

41,0% 33,3% | 29,8% | 50,9%

o | || [w| | om | |

I N N N R B TS T

AUSFALLSICHERHEIT - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

Ihrem Unternehmen beschéftigt? Hauptbranche

Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT | 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen

259% | 25,5% | 29,1% | 37,0% | 33,3% 30,0% 26,5% 30,3% 39,5%

[i60s | 2 | 140t |son | oon | o2en | | isor | x|

ot | 1ot | 2 | sos | oov | des |doos | am | oax
(e | Laws L [oov| ae | | s |

18



07 Anhang

ZUKUNFTSFAHIGKEIT - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

lhrem Unternehmen beschéftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und

GESAMT 499 999 1999 | mehr | Industrie leistung sicherung Sozialwesen

47,7% 40,7% | 40,4% | 52,7% | 52,0% | 40,4% 42,5% 66,7% 55,8%

| 1336 fo04% | 1a0% | 145% | son f 1a0x | | 142 | o1
[ oo I Jow] [ I ] [ oom | |

[ 23 | | eowf 1ex [0 ] a7 | 308

47,3% 29,6% | 44,7% | 61,8% | 50,0% | 47,4% 43,4% 57,6%

[ 1ox fs7 ]2 ] Jioef aex | ] am |

I I T
38,3% 29,6% | 34,0% | 38,2% | 45,0% 351% 50,0% 38,1% 42,4%

[ 20 | Jow] Jaoef ] ] ss |

2 I 7 T

HOSTING - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in
lhrem Unternehmen beschiftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
30,9% 16,7% | 23,4% | 45,5% | 34,0% 31,6% 32,7% 36,4% 14,0%

[ 215 f201% | 23.0% | 200% [ 2008 f 281% | | 239% | 61 |
| sox [ sex | 2% | sen | aonf 1ex | | 4ax | 30%

YT

39,5% 29,6% | 31,9% 39,0% | 43,9% 50,0% 35,4% 36,4%

[ 1520 f202% | 19.0% [ 109 1208 f as@x | [ 177% | 1213 |
[ a7 {37 ]2 | Joof ssv | | ex |

19
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250 500 | 1000 | 2000 Banken
bis bis bis oder Dienst- und Ver-
GESAMT | 499 999 1999 | mehr | Industrie | Handel | leistung sicherung

Offentliche Verwal-
tungen, Non-Profit,
Gesundheits- und
Sozialwesen

30,9% 18,5% | 21,3% | 41,8% | 36,0% | 351% 40,0% 34,5% 33,3%

[ 25 | | [7mfomf o] 1e |

| eon ] 1ex | a00n] 4an | 308

32,8% 24,1% | 27,7% | 43,6% | 34,0% | 33,3% 50,0% 32,7% 33,3%

| 188% foa1%]191% | 18o% {1608 f 193% | | 159% | 152%
[ oo faio] | | [  Jwoow] ]

[ s1% fsen |21 | [oowf 1ex | 00%] sox | 30%

22,2% | 38,3% | 29,1% | 37,0% | 36,8% 40,0% 30,1%

[ 105 foa1% | 1a0% | 1asu ] oon | 228 | [ 124 | 913 |
[ 275 | 1on | a3 ] ses | oowf 1ex | ] am |

41,0% 352% | 44,7% | 36,4% | 45,0% | 36,8% 50,0% 36,3% 54,5%

[ osx faion ] | il ] ] ae |

| Len [ son ] [ 2006 | 44 | 30% |

18,8% 14,8% | 19,1% | 29,1% | 15,0% | 22,8% 20,0% 20,4% 21,2%

[ oon f 7% | a3 | 36% [ oon | sex [a00x] 62% | |

| 7en | 7.0 | 435 ] 55% [ 1108

35,2% 29,6% | 21,3% | 455% | 39,0% | 40,4% 60,0% 31,9% 33,3%

| 1606 f27.8% | 1a0% | 73% [150sf 2086 | | 195% | 61%
| 1o oo ] ] Jsoef ] ] ssm |

[ 275 | lasm | [soef ssv Jaoow] ae |

11.6%

23,3%

7,0%
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SECURITY - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

Ihrem Unternehmen beschiftigt? Hauptbranche

GESAMT

30,9% 20,4% | 21,3% | 49,1% | 31,0% | 29,8% 20,0% 31,9% 33,3%

DIGITALE SOUVERANITAT - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

Ihrem Unternehmen beschiftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 | 2000 Banken und | tungen, Non-Profit,
bis bis bis oder Dienst- Versiche- Gesundheits- und

GESAMT | 499 999 1999 | mehr | Industrie | Handel | leistung rung Sozialwesen

27,7% 16,7% | 17,0% | 36,4% | 34,0% | 31,6% 30,0% 24,8% 21,2% 34,9%

ieon | 290n | 1098 | 1001 | 190n | da0s | | ooax | s |

o | Lo (el ]| | | am ||

ABHANGIGKEIT - WIE BEWERTEN SIE DIE ABHANGIGKEIT IHRES UNTERNEHMENS VON NICHT-EUROPAISCHEN ANBIETERN
IM BEREICH DER HARDWARE UND IT-INFRASTRUKTUR?

Wie viele Mitarbeitende sind in

Ihrem Unternehmen beschiftigt? Hauptbranche

Offentliche Verwal-

Banken tungen, Non-Profit,

Dienst- und Ver- Gesundheits- und
GESAMT Industrie | Handel | leistung sicherung Sozialwesen

17,6% 22,2% | 14,9% | 18,2% | 16,0% 14,0% 20,0% 15,9% 27,3%

Con | oov | o |wo | om |
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Anhang

Stellenwert der Digitalen Souveranitat

WIE HOCH SCHATZEN SIE DEN STELLENWERT DES THEMAS ,,DIGITALE SOUVERANITAT* AKTUELL IN IHREM UNTERNEHMEN EIN?

Wie viele Mitarbeitende sind in Hauptbranche
Ihrem Unternehmen beschéftigt? P
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT | 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
21,5% 18,5% | 25,5% | 21,8% | 21,0% | 26,3% 30,0% 20,4% 21,2% 16,3%
49,6% 50,0% | 55.3% | 52,7% | 45,0% | 40,4% 20,0% 49,6% 69,7% 53,5%
23,4% 22,2% | 17,0% | 23,6% | 27,0% | 33,3% 20,0% 22,1% 6,1% 27,9%
2,0% 5,6% 2,0% 10,0% 2,7% 3,0%
3,5% 37% | 21% | 1.8% | 50% 20,0% 53% 2,3%
256 54 47 55 100 57 10 113 33 43

22
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Anhang

Software & Anwendungen

HERKUNFT - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

23

Wie viele Mitarbeitende sind in

Ihrem Unternehmen beschéftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT | 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
18,8% 20,4% | 29,8% | 20,0% | 12,0% 19,3% 30,0% 18,6% 9,1% 23,3%
18,4% 22,2% | 14,9% | 21,8% | 16,0% | 15,8% 18,6% 30,3% 16,3%
23,4% 24,1% | 19,1% | 27,3% | 23,0% 29,8% 23,9% 18,2% 23,3%
22,7% 18,5% | 31,9% | 14,5% | 25,0% 21,1% 30,0% 22,1% 24,2% 23,3%
9,0% 74% | 43% | 10,9% | 11,0% 8,8% 10,0% 9.7% 9,1% 7,0%
3,9% 5,6% 3,6% 5,0% 1,8% 10,0% 5,3% 6,1%
3,9% 1,9% 1,8% 8,0% 3,5% 20,0% 1,8% 3,0% 7,0%
256 54 47 55 100 57 10 113 33 43
26,2% 20,4% | 23,4% | 38,2% | 24,0% 26,3% 40,0% 27,4% 18,2% 25,6%
29,7% 25,9% | 31.9% | 23,6% | 34,0% | 31.6% 10,0% 36,3% 24,2% 18,6%
18,4% 24,1% | 23,4% | 14,5% | 15,0% 28,1% 10,0% 10,6% 21,2% 25,6%
10,5% 14,8% | 8.5% 55% | 12,0% 5,3% 10,0% 13,3% 12,1% 9,3%
5,5% 56% | 64% | 91% | 3,0% 3.5% 7.1% 9,1% 2,3%
5,9% 7,4% 6,4% 7,3% 4,0% 1,8% 3,5% 9,1% 16,3%
3,9% 1,9% 1,8% 8,0% 3,5% 30,0% 1,8% 6,1% 2,3%
256 54 47 55 100 57 10 113 33 43
35,2% 25,9% | 36,2% | 36,4% | 39,0% 35,1% 40,0% 38,9% 30,3% 27,9%
26,6% 18,5% | 36.2% | 38,2% | 20,0% | 28,1% 10,0% 23,0% 33,3% 32,6%
18,4% 29,6% | 19,1% | 7,3% | 18,0% 28,1% 17,7% 15,2% 14,0%
7.8% 14,8% | 2,1% 5,5% 8,0% 5,3% 10,0% 11,5% 3,0% 4,7%
3,9% 7,4% 4,3% 3,6% 2,0% 10,0% 4,4% 6,1% 4,7%
2,7% 1,9% 3,6% 4,0% 1,8% 2,7% 3,0% 4,7%
5,5% 1,9% 2,1% 5,5% 9,0% 1,8% 30,0% 1,8% 9,1% 11,6%
256 54 47 55 100 57 10 113 33 43
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Anhang

NUTZUNGSEINSCHRANKUNGEN - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

lhrem Unternehmen beschéftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT | 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
37,9% 35,2% | 34,0% | 49,1% | 35,0% 40,4% 40,0% 34,5% 45,5% 37.2%
28,9% 25,9% | 38,3% | 30,9% | 25,0% | 24.6% 10,0% 31,9% 30,3% 30,2%
18,8% 259% | 21,3% | 12,7% | 17,0% 26,3% 10,0% 18,6% 15,2% 14,0%
6,3% 9,3% 2,1% 3,6% 8,0% 3,5% 10,0% 7.1% 3,0% 9,3%
2,7% 3,7% 2,1% 1.8% 3,0% 3,5% 3,0% 4,7%
1,6% 1,8% 3,0% 1,8% 0,9% 3,0% 2,3%
3,9% 2,1% 9,0% 3,5% 30,0% 3,5% 2,3%
256 54 47 55 100 57 10 113 33 43
32,0% 27,8% | 40,4% | 38,2% | 27,0% 29,8% 40,0% 35,4% 21,2% 32,6%
34,4% 29,6% | 31,9% | 38,2% | 36,0% | 45,6% 10,0% 31,9% 39,4% 27,9%
16,8% 259% | 17,0% | 12,7% | 14,0% 15,8% 10,0% 17,7% 24,2% 11,6%
7.0% 11,1% | 6,4% 3,6% 7,0% 1,8% 10,0% 9,7% 6,1% 7.0%
3,5% 3,7% 2,1% 6,0% 3,5% 10,0% 14,0%
3,1% 1,9% 7.3% 3,0% 3,5% 6,1% 4,7%
3,1% 2,1% 7,0% 3,5% 20,0% 1,8% 3,0% 2,3%
256 54 47 55 100 57 10 113 33 43
AUS- UND WEITERBILDUNG - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU
Wie viele Mitarbeitende sind in
Ihrem Unternehmen beschéftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT | 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
26,6% 20,4% | 36,2% | 23,6% | 27.0% | 29,8% 30,0% 30,1% 24,2% 14,0%
30,9% 29,6% | 31,9% | 40,0% | 26,0% 26,3% 10,0% 31,9% 39,4% 32,6%
21,1% 27,8% | 19,1% | 25,5% | 16,0% 17.5% 30,0% 20,4% 21,2% 25,6%
9,8% 11,1% | 43% | 7.3% | 13,0% | 15,8% 8,0% 3,0% 14,0%
3,9% 7.4% 2,1% 1,8% 4,0% 3,5% 1,8% 12,1% 4,7%
3,9% 37% | 21% | 1.8% | 6,0% 5.3% 10,0% 3,5% 4,7%
3,9% 4,3% 8,0% 1,8% 20,0% 4,4% 4,7%
256 54 47 55 100 57 10 113 33 43
32,0% 25,9% | 34,0% | 29,1% | 36,0% | 31.6% 30,0% 34,5% 30,3% 27,9%
33,2% 27,8% | 29,8% | 49,1% | 29,0% 36,8% 20,0% 31,0% 39,4% 32,6%
18,4% 25,9% | 21,3% | 14,5% | 15,0% 21,1% 10,0% 19,5% 15,2% 16,3%
7,4% 11,1% | 10,6% 8,0% 5,3% 10,0% 5,3% 9,1% 14,0%
4,7% 7.4% 2,1% 5,5% 4,0% 1,8% 6,2% 6,1% 4,7%
1.6% 1,9% 1.8% | 2,0% 1,8% 10,0% 1,8%
2,7% 2,1% 6,0% 1,8% 20,0% 1,8% 4,7%
256 54 47 55 100 57 10 113 33 43

24
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Anhang

KONTROLL- UND WARTUNGSKOMPETENZ - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

25

Wie viele Mitarbeitende sind in

lhrem Unternehmen beschéftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel leistung sicherung Sozialwesen
35,5% 29,6% | 34,0% | 36,4% | 39.0% | 29.8% 40,0% 36,3% 39,4% 37.2%
30,5% 31,5% | 36,2% | 43.6% | 20,0% | 35.1% 31,9% 33,3% 25,6%
19,5% 27,8% | 17,0% | 12,7% | 20,0% | 21,1% 10,0% 21,2% 15,2% 18,6%
6,3% 111% | 6.4% | 3.6% | 50% 8,8% 20,0% 4,4% 3,0% 7,0%
2,7% 4,3% 3,6% 3,0% 1.8% 3,0% 9,3%
2,0% 2,1% 4,0% 1,8% 10,0% 1.8% 3,0%
3,5% 9,0% 3,5% 20,0% 2,7% 3,0% 2,3%
256 54 47 55 100 57 10 113 g 43
24,6% 14,8% | 36,2% | 18,2% | 28,0% | 22,8% 30,0% 25,7% 21,2% 25,6%
35,2% 37,0% | 27,7% | 54.5% | 27.0% | 38.6% 10,0% 36,3% 45,5% 25,6%
24,6% 37,0% | 21,3% | 14,5% | 25,0% | 24,6% 20,0% 24,8% 27,3% 23,3%
7,0% 9,3% | 12,8% | 7.3% | 3.0% 8,8% 6,2% 6,1% 9,3%
2,3% 1.9% | 2.1% 3,6% 2,0% 2,7% 7,0%
2,7% 1,8% 6,0% 1,8% 10,0% 1,8% 7,0%
3,5% 9,0% 3,5% 30,0% 2,7% 2,3%
256 54 47 55 100 57 10 113 33 43
27,7% 27,8% | 36,2% | 18,2% | 29,0% | 26,3% 40,0% 31,9% 15,2% 25,6%
30,1% 25,9% | 31.9% | 47.3% | 22,0% | 29.8% 10,0% 28,3% 42,4% 30,2%
23,8% 24,1% | 19,1% | 23,6% | 26,0% | 31.6% 23,0% 30,3% 16.3%
11,7% 20,4% | 12,8% | 5,5% | 10,0% 5,3% 20,0% 11,5% 9,1% 20,9%
2,7% 1.9% 5,5% 3,0% 1.8% 2,7% 3,0% 4,7%
1,2% 3,0% 1,8% 10,0% 0,9%
2,7% 7,0% 3,5% 20,0% 1,8% 2,3%
256 54 47 55 100 57 10 113 33 43
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Anhang

UPDATES, PATCHES & MIGRATION - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

26

Wie viele Mitarbeitende sind in

lhrem Unternehmen beschéftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
33,2% 29,6% | 31,9% | 30,9% | 37.0% | 26.3% 50,0% 32,7% 36,4% 37.2%
30,9% 29,6% | 36,2% | 34,5% | 27.0% | 26,3% 36,3% 42,4% 20,9%
23,0% 33,3% | 19,1% | 25,5% | 18,0% | 35.1% 20,0% 17.7% 15,2% 27,9%
5,1% 56% | 85% | 3.6% | 4.0% 3,5% 10,0% 6,2% 7,0%
1.6% 1.8% 3,0% 1.8% 1,8% 2,3%
3,9% 1,9% | 4.3% | 3.6% 5,0% 7,0% 2,7% 6,1% 2,3%
2,3% 6,0% 20,0% 2,7% 2,3%
256 54 47 55 100 57 10 113 33 43
41,4% 38,9% | 38,3% | 40,0% | 45.0% | 29.8% 50,0% 40,7% 42,4% 55,8%
28,1% 22,2% | 34,0% | 36,4% | 24,0% | 33.3% 10,0% 29,2% 36,4% 16,3%
17,6% 22,2% | 17,0% | 14,5% | 17,0% | 21.1% 10,0% 19,5% 12,1% 14,0%
7.8% 14,8% | 85% | 55% | 50% 12,3% 10,0% 5,3% 6,1% 9,3%
1.6% 1,9% | 2,1% 1.8% 1,0% 2,7% 3,0%
1,6% 1.8% | 3,0% 1.8% 1.8% 2,3%
2,0% 5,0% 1.8% 20,0% 0,9% 2,3%
256 54 47 55 100 57 10 113 3 43
20,7% 18,5% | 23,4% | 21,8% | 20,0% 17.5% 30,0% 24,8% 15.2% 16.3%
32,8% 37,0% | 31,9% | 36,4% | 29,0% | 42,1% 10,0% 36,3% 24.2% 23,3%
23,8% 20,4% | 27,7% | 21,8% | 25,0% | 24.6% 10,0% 22,1% 36,4% 20,9%
10,2% 13.0% | 6.4% | 9.1% | 11,0% 10,5% 9,7% 12,1% 11.6%
3,9% 56% | 85% 3,6% 1,0% 1.8% 10,0% 0,9% 9,1% 9,3%
2,7% 55% | 4,0% 1.8% 2,7% 7,0%
5,9% 56% | 2,1% 1.8% | 10,0% 1,8% 40,0% 3,5% 3,0% 11.6%
256 54 47 55 100 57 10 113 33 43
30,9% 27,8% | 31.9% | 41.8% | 26,0% | 29.8% 30,0% 35,4% 24,2% 25,6%
34,0% 37,0% | 31,9% | 36,4% | 32,0% | 29,8% 37,2% 45,5% 30,2%
20,7% 14,8% | 29.8% | 16,4% | 22,0% | 24,6% 10,0% 16.8% 21.2% 27,9%
6,3% 11.1% | 6.4% 7,0% 7,0% 20,0% 5,3% 6,1% 4,7%
3,5% 7,4% 3,6% 3,0% 3,5% 2,7% 3,0% 7,0%
1.6% 1.8% | 3,0% 3,5% 0,9% 2,3%
3,1% 1.9% 7,0% 1,8% 40,0% 1.8% 2,3%
256 54 47 55 100 57 10 113 33 43
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DIGITALE SOUVERANITAT - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in Hauptbranche
lhrem Unternehmen beschéftigt? P
Offentliche Verwal-
250 500 1000 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
24,6% 18,5% | 29.8% | 25,5% | 25,0% | 36.8% 30,0% 21,2% 30,3% 11.6%
37,1% 352% | 53,2% | 41.8% | 28,0% | 31.6% 20,0% 40,7% 39,4% 37,2%
17,6% 27,8% | 8,5% 9,1% | 21,0% 17,5% 19,5% 15,2% 18,6%
7.8% 11,1% 9.1% | 9.0% 7,0% 20,0% 8,0% 3,0% 9,3%
2,7% 3,7% 55% | 2,0% 1.8% 2,7% 6,1% 2,3%
2,7% 3.7% 1.8% | 4,0% 1.8% 10,0% 1.8% 7,0%
7,4% 8,5% 7,3% | 11,0% 3,5% 20,0% 6,2% 6,1% 14,0%
256 54 47 55 100 57 10 113 3 43

ABHANGIGKEIT - WIE BEWERTEN SIE DIE ABHANGIGKEIT IHRES UNTERNEHMENS VON NICHT-EUROPAISCHEN ANBIETERN IM BEREICH DER

SOFTWARE UND ANWENDUNGEN?

Wie viele Mitarbeitende sind in Hauptbranche
lhrem Unternehmen beschéftigt? P

Offentliche Verwal-

250 500 1000 | 2000 Banken tungen, Non-Profit,

bis bis bis oder Dienst- und Ver- Gesundheits- und

GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
10,9% 111% | 4.3% | 14,5% | 12,0% 7,0% 10,0% 13.3% 3,0% 16.3%
25,4% 20,4% | 31,9% | 23.6% | 26,0% | 29,8% 20,0% 24,8% 24,2% 23,3%
36,3% 352% | 42,6% | 43,6% | 30,0% | 35,1% 30,0% 36,3% 45,5% 32,6%
18,0% 27.8% | 12,8% | 14,5% | 17,0% | 19.3% 10,0% 18,6% 21.2% 14,0%
6,3% 5,6% 85% | 1.8% | 8,0% 7,0% 6,2% 3,0% 9,3%
3.1% 1.8% | 7.0% 1.8% 30,0% 0,9% 3,0% 4,7%
256 54 47 55 100 57 10 113 33 43

27
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Anhang

Daten

BEDEUTUNG DATEN - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in Hauptbranche
Ihrem Unternehmen beschiftigt? P
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
wifftvollund | 2 10 | 419 | 04% | 54.5% | 38.0% | 491% | 50.0% | 24.8% 63,6% 41,9%
ganz zu
Die Erhebung 2 30,5% 46,3% | 31,9% | 20,0% | 27,0% 31,6% 20,0% 35,4% 24,2% 23,3%
NI [ 105% | 148% | 85% | 91% | 100% | 88% | 100% | 14.2% 6,1% 7.0%
von Daten ist 2P o0 20 P il o0 i en =0 i
von strategi- 4 9,8% 9,3% 8,5% 55% | 13,0% 7,0% 14,2% 6,1% 7,0%
SEHEEEE g 63% | 56% | 43% | 91% | 60% | 18% | 100% | 80% 11,6%
tung fiir unser
Unternehmen. 1} G trifftilber- 1.6% 21% | 18% | 2.0% 0.9% 7.0%
haupt nicht zu
k.A. 2,3% 4,3% 4,0% 1,8% 10,0% 2,7% 2,3%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
ZUGRIFFSKONTROLLE - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU
Wie viele Mitarbeitende sind in Hauptbranche
Ihrem Unternehmen beschéftigt? P
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT | 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
a g:;;‘;:" i 58,6% 48,1% | 66,0% | 61,8% | 59,0% 52,6% 60,0% 46,9% 72,7% 86,0%
Wir entschei-
e sy 2 24,6% | 31.5% | 21,3% | 255% | 22,0% | 26,3% | 20.0% | 30,1% 24,2% 9,3%
dariber, wer | 3 7,4% 93% | 85% | 7.3% | 60% | 123% | 10,0% 8,0% 3,0% 2,3%
auf welche
el [ 5.1% 93% | 21% | 36% | 50% | 53% 8,8%
Zugriff hat. 5] 2,7% 1,9% 1,8% 5,0% 1,8% 5,3%
k.A. 1,6% 2,1% 3,0% 1,8% 10,0% 0,9% 2,3%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
istclien Luifitvollund | o7 00 | 4sa% | 57.4% | 709% | s8.0% | 491% | 60.0% | s53.1% 69,7% 72,1%
regelmaBig ganz zu
Sichentlass 2 23.8% | 29.6% | 36.2% | 16,4% | 19.0% | 333% | 20,0% | 23,0% 21,2% 16,3%
unsere eigene
Netzwerk- 3 9.8% 16,7% | 2.1% 7.3% | 11,0% 7.0% 10,0% 12,4% 9,1% 7.0%
infrastruktur 14 31% | 56% 36% | 30% | 53% 4,4%
Dritten keinen
Zugang fiir 5 2,7% 3,7% 1,8% | 4,0% 3,5% 4,4%
das unbefugte
Einsehen von k.A. 2,7% 4,3% 5,0% 1,8% 10,0% 2,7% 4,7%
Daten bietet.
Anzahl n= 256 54 47 55 100 57 10 113 33 43

28
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Anhang

CLOUDEINSATZ - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

Ihrem Unternehmen beschéftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
uifftvollund | 1500 | 1300 | 21,3% | 23.6% | 140% | 263% | 200% | 16.8% 15.2% 7.0%
ganz zu
Wir speichemn | 2 18,8% | 29.6% | 19.1% | 16,4% | 14.0% | 14,0% | 100% | 25.7% 24,2% 4.7%
unsere Daten | 3 16,8% | 14.8% | 21.3% | 20,0% | 14.0% | 22.8% | 100% | 15.9% 21.2% 9,3%
UL EREIEE |y 10.2% | 16.7% 12,7% | 100% | 105% | 100% | 88% 15.2% 9,3%
in einer Public-
Cloud-Umge- | 5 74% | 111% | 43% | 1.8% | 100% | 7.0% | 100% | 80% 6.1% 7.0%
bung. ——
BB ees 215% | 13.0% | 27.7% | 16.4% | 26,0% | 14.0% | 200% | 150% 12,1% 55,8%
haupt nicht zu
KA. 8,.2% 19% | 64% | 91% | 120% | 53% | 200% | 97% 6.1% 7.0%
Anzahl n= 256 54 | 47 55 | 100 57 10 113 33 43
Wirkennen die | Ltrifftvollund | oo o, | g 6o | 40 a5 | 40,04 | 35.0% | 368% | 40.0% | 33.6% 51,5% 27.9%
wesentlichen ganzz
Losungen zur | 2 31.6% | 27.8% | 34,0% | 36.4% | 30.0% | 29.8% | 100% | 31.0% 33,3% 39,5%
SB[y 152% | 22.2% | 14.9% | 14.5% | 120% | 21.1% | 300% | 15.0% 9,1% 9.3%
von (sensiblen) it il i 20 i it il il il i
Daten, die 4 7.4% | 148% | 85% | 1.8% | 6.0% | 35% 11,5% 3,0% 7.0%
S GUTERELR | 23% | 379 18% | 3.0% | 18% 2.7% 4.7%
sche als auch
nicht-europai- | 6 trifft tiber-
: 2.3% 1,9% 1.8% | 40% | 53% 0.9% 4.7%
sche Anbieter haupt nicht zu
offerieren. KA. 5,1% 2,1% | 3.6% | 100% | 1.8% 20,0% 5,3% 3,0% 7,0%
Anzahl n= 256 54 | 47 55 | 100 57 10 113 33 43
wifftvollund | o) 0 | 559y | 38.3% | 25,5% | 36,0% | 33.3% | 400% | 283% 33,3% 37.2%
Wir kénnen fiir ganz2
uns relevante | 2 30.8% | 40.7% | 44,7% | 54.5% | 29.0% | 439% | 200% | 354% 48,5% 44,2%
SSIETIAT [ 16,0% | 24.1% | 106% | 14.5% | 150% | 15.8% | 100% | 221% 12,1% 4,7%
Speicherung il d ,0% 1970 ,0% ,8% ,0% 1% 1% 7%
von Daten ins- | 4 43% | 56% | 21% | 18% | 60% | 18% | 100% | 53% 3,0% 4.7%
EEETEERE | 23% | 37% | 21% | 18% | 20% | 18% 3.5% 2.3%
ihre Vertrauens-
wardigkeit hin | 6 trifft Gber- 2,0% 18% | a0% | 18% 1,8% 4,7%
bewerten. haupt nicht zu : g - g , 5
KA. 3,5% 2.1% 80% | 18% | 200% | 35% 3,0% 2.3%
Anzahl n= 256 54 | 47 55 | 100 57 10 113 33 43
Unsere Daten- | Ltrifftvollund | o) o | o0 oo | 3020 | 4z6y | 37,09 | 208% | 40.0% | 38.1% 54,5% 32,6%
verantwort- ganz-t
lichen treffen | 2 355% | 38.9% | 42.6% | 36.4% | 30.0% | 491% | 100% | 31.0% 33,3% 37.2%
regelmaBig 0 o o 0 0 o o o o o
e e |[E 122% | 148% | 64% | 109% | 140% | s8% | 100% | 142% 9,1% 14,0%
informiert die | 4 7.0% | 7.4% | 85% | 73% | 60% | 7.0% | 100% | 88% 3,0% 4.7%
ARG, | 31% | 7.4% 18% | 30% | 18% | 100% | 2.7% 7.0%
welche unserer
Daten wo Bl 1,2% 30% | 18w 0,9% 2,3%
gespeichert haupt nicht zu ! - g g 5
werden. KA. 3,5% 4,3% 7,0% 1,8% 20,0% 4,4% 2,3%
Anzahl n= 256 54 | 47 55 | 100 57 10 113 33 43
a g;fl:tz‘;ﬁ" und | o6 | 35.0% | 447% | 455% | 44.0% | 36.8% | 60.0% | 38.1% 45,5% 55,8%
Wir sind uns . N N B . N N . N
@ |2 324% | 33.3% | 38,3% | 36.4% | 27.0% | 38.6% 36,3% 27.3% 25,6%
und Risiken 3 109% | 7.4% | 10.6% | 14.5% | 10.0% | 123% | 100% | 9.7% 18,2% 7.0%
EIED 4 51% | 13.0% | 2% | 1.8% | 40% | 7.0% | 100% | 53% 4.7%
Cloud-basierten
Datenhaltung | 5 27% | 56% | 21% | 1.8% | 2.0% 5,3% 3,0%
auBerhalb der P
6 trifft tber- " 5 " o
EU bewusst. hauptnichtzu | 2% 30% | 1.8% 0.9% 2.3%
KA. 51% | 5.6% | 21% 9.0% | 35% | 200% | 4.4% 6.1% 4.7%
Anzahl n= 256 54 | 47 55 | 100 57 10 113 33 43
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Anhang

DATENSCHUTZGRUNDVERORDNUNG (DSGVO) - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

Ihrem Unternehmen beschiftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
g ;’;fl:'z‘;z" und | 5520 | a07% | 55.3% | 655% | 55.0% | 45.6% | 70.0% | 46.0% 72,7% 69,8%
Die Anforderun- y . " " N y . N "
gen der Daten- | 2 25.8% | 31.5% | 31.9% | 20.0% | 23.0% | 33.3% 27,4% 21.2% 20,9%
schutzgrund- | 3 105% | 16.7% | 8.5% | 10,9% | 80% | 105% | 10.0% | 15.9% 47%
‘(’E[j"_gs"g\'}g) 4 39% | 56% | 2% | 36% | 40% | 35% | 100% | 4.4% 3,0% 2.3%
sind in unserem | 5 2,0% 5,6% 2,0% 3,5% 2,7%
Unternehmen e
6 trifft Gber- o " o
bekannt. N 0,4% 1,0% 1,8%
KA. 3,1% 2.1% 70% | 18% | 100% | 35% 3,0% 2.3%
Anzahl n= 256 54 47 55 | 100 57 10 113 33 43
1 trifft voll und o o o o o o o o o o
R | e a22% | 315% | 44.7% | 49% | 43.0% | 421% | 500% | 389% 63,6% 32,6%
gen der Daten- s ; N N 5 " " N S
schutzgrund. | 2 32.4% | 44.4% | 36.2% | 25.5% | 28.0% | 33.3% | 20.0% | 37.2% 18,2% 32,6%
verordnung 3 142% | 13.0% | 17.0% | 16.4% | 120% | 123% | 200% | 12.4% 15,2% 18,6%
@UEEE) g 55% | 9.3% 36% | 7.0% | 8.8% 4,4% 9.3%
werden in
unserem Unter- | 5 2,0% 1,9% 5,5% 1,0% 2,7% 4,7%
nehmen in der e
- .| 6 trifft Gber- o " o o
l;arfgi!:tl:then Praxis el Bl 0,8% 2,0% 1,8% 0,9%
KA. 3,1% 2.1% 70% | 18% | 100% | 35% 3,0% 2.3%
Anzahl n= 256 54 47 55 | 100 57 10 113 33 43
1 trifft voll und o o o o o o " o o o
Wir haben kiare |~ ganz 1u 55% | 44.4% | 48.9% | 60.0% | 61.0% | 50.9% | 60.0% | 522% 69,7% 55,8%
Regeln und " " . . . " ; "
N v 2 227% | 25.9% | 31.9% | 21.8% | 17.0% | 31.6% | 100% | 17.7% 21.2% 27.9%
Umgang mit | 3 11.7% | 16.7% | 12.8% | 127% | 8.0% | 105% 16,8% 6.1% 7,0%
FERTEIEE- ) 43% | 56% 36% | 60% | 1.8% | 100% | 6.2% 47%
genen Daten
und sensiblen 5] 2,0% 3,7% 3,0% 1,8% 3,5%
Unterneh- -
mensdaten g :]'a'fj:):'r:i:“ al 206 | 37% | 21% | 1ex | 1ox [ 18% | 100% | 18 3,0%
formuliert.
KA. 2,.3% 4.3% 40% | 18% | 100% | 1.8% 4.7%
Anzahl n= 256 54 47 55 | 100 57 10 113 33 43
el i wifftvollund | o) o | 462y | 530w | 527% | 52,0% | 43.9% | 50.0% | 47.8% 63,6% 60,5%
arbeiter*innen ganz zu
pteImodey 2 25.8% | 24.1% | 27.7% | 30.9% | 23.0% | 35.1% 27.4% 24,2% 16,3%
extern), die das
Thema Daten- | 3 109% | 11.1% | 12.8% | 127% | 9.0% | 105% | 20,0% | 10.6% 9,1% 11,6%
sicherheit ver- | 4 5,1% 11,1% | 43% | 3.6% | 3,0% 3,5% 7,1% 3,0% 4,7%
antworten und
regelmige |5 39% | 5.6% 7.0% | 35% | 100% | 44% 4.7%
Audits zur Ein- | ¢ wrifft iiber-
haltung unserer | * pauptniehtzu | 05 1,9% 10% | 1.8% | 10.0%
Datenschutz-
richtlinien KA. 2.3% 2.1% so% | 18% | 100% | 2.7% 2.3%
durchfiihren.
Anzahl n= 256 54 | 47 55 | 100 57 10 113 33 43
uifftvollund | o0y | 3500 | an6% | 45,5% | 53,0% | 38.6% | 60.0% | 44.2% 57.6% 46,5%
ganz zu
2 29.7% | 35.2% | 36.2% | 32.7% | 22.0% | 31.6% 30,1% 30,3% 32,6%
Wir h.abf'lvi . |3 109% | 14.8% | 10.6% | 14.5% | 7.0% | 17.5% | 100% | 9,7% 9,1% 7.0%
wir auf Daten- | 4 6.6% | 111% | 43% | 55% | 60% | 88% 8.0% 7.0%
SHNEEER g 2,0% 1.9% 1.8% | 3.0% 10,0% | 2.7% 2.3%
reagieren.
B 16% | 1.9% | 2.1% 20% | 18% | 100% | 1.8%
haupt nicht zu
KA. 3,5% 4,3% 7.0% | 18% | 100% | 35% 3,0% 4.7%
Anzahl n= 256 54 | N=47 | 55 | 100 57 10 113 33 N=43
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Anhang

SICHERHEIT - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

Ihrem Unternehmen beschéftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
wifftvoliund | oo 4y | 46% | 468% | 60.0% | 51.0% | 509% | 700% | 46.0% 57.6% 51,2%
ganz zu
2 27.0% | 25.9% | 34.0% | 23.6% | 26.0% | 28.1% 29.2% 24,2% 27.9%
Wir sorgen . ) y ) ; y N ) y
e gy |- 109% | 16.7% | 106% | 9% | 9.0% | 158% 9.7% 15.2% 7.0%
tausch fir eine | 4 31% | 5.6% | 43% | 18% | 2.0% 3.5% 3,0% 7.0%
sichere Ver- g 27% | 374 3.6% | 3.0% 100% | 53%
B 20% | 3.7% 18% | 20% | 35% | 100% | 1.8%
haupt nicht zu
KA. 39% | 19% | 43% 70% | 18% | 100% | 4.4% 7.0%
Anzahl n= 256 s4 | 47 | s5 | 100 57 10 113 33 43
wifftvoliund | o o0 | 4g1% | 617% | 69.1% | 63.0% | 47.4% | 700% | 53.1% 81,8% 81,4%
ganz zu
Wir erstellen | 2 20.7% | 20.4% | 23.4% | 20.0% | 20.0% | 29.8% 27.4% 3,0% 9,3%
regelmaBige . S P R . . : p
Backunsvon |3 7.8% | 148% | 64% | 73% | 50% | 14.0% | 100% | 8.0% 6.1%
den in unserem | 4 43% | 148% | 21% | 18% | 1,0% | 3.5% 5,3% 6,1% 2.3%
UifEmEimen |5 1.6% 18% | 30% | 1% | 100% | 18%
herten
Daten. B 0.8% 2.0% | 18% 0.9%
haupt nicht zu
KA. 39% | 1.9% | 6.4% 60% | 18% | 100% | 35% 3,0% 7.0%
Anzahl n= 256 s4 | 47 | s5 | 100 57 10 113 33 43
wifftvoliund | o, o0 | 3709 | 627% | 58.2% | 520% | 43.9% | 500% | s513% 57,6% 60,5%
ganz zu
2 23.4% | 25.9% | 14.9% | 23.6% | 26.0% | 36.8% | 100% | 221% 18,2% 16,3%
Wir verwenden . N . . . N N N ) N
e e 3 12.9% | 185% | 14.9% | 109% | 100% | 105% | 100% | 13.3% 18,2% 11,6%
und Tools zur | 4 39% | 93% | 43% | 18% | 20% | 3.5% 4,4% 6.1% 2.3%
VAN |G 23% | 374 3.6% | 20% | 18% | 100% | 3.5%
sensibler Daten.
B3 6% | 19% 18% | 20% | 18% | 100% | 09% 2.3%
haupt nicht zu
KA. 39% | 3.7% | 43% 60% | 18 | 100% | 44% 7.0%
Anzahl n= 256 s4 | 47 | s5 | 100 57 10 113 33 43
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Anhang

UMGANG MIT DATEN - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

Ihrem Unternehmen beschéftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
Lwifftvollund | 5 1o | 1559 | 2349 | 23.6% | 200% | 211% | 200% | 23.9% 15,.2% 18,6%
ganz zu
Von uns ge- o 0 P 0 o y o o o o
speicherte und 2 27,3% 352% | 31,9% | 32,7% | 18,0% 40,4% 20,0% 24,8% 30,3% 16,3%
verarbeitete 3 23,4% 24,1% | 12,8% | 23,6% | 28,0% 21,1% 30,0% 25,7% 30,3% 14,0%
DEEDEIED g 125% | 167% | 85% | 127% | 120% | 123% | 100% | 12,4% 9,1% 16,3%
jederzeit in
andere Systeme | 5 6,3% 3,7% 6,4% 3,6% 9,0% 1,8% 6,2% 3,0% 16,3%
Ubertragen r—
6 trifft ber- " o " " o o
werden. haupEnichtizu 2,0% 2,1% 4,0% 1,8% 0,9% 7,0%
k.A. 7.4% 1,9% | 149% | 3.6% 9,0% 1,8% 20,0% 6,2% 12,1% 11,6%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
Luifftvollund | o) o | 296% | 36,24 | 32.7% | 33.0% | 3e8% | 300% | 30.% 42,0% 27,9%
ganz zu
W ST Gl 2 28,5% 33,3% | 29,8% | 32,7% | 23,0% 33,3% 20,0% 29,2% 27,3% 23,3%
Lage dazu, ge- |3 20,7% 20,4% | 19,1% | 21,8% | 21,0% 21,1% 20,0% 20,4% 21,2% 20,9%
SENIED BERD [ 74% | 148% | 21% | 36% | 80% | 35% | 200% | 97% 3,0% 7,0%
miteinander zu
verkniipfen und | 5 4,3% 6,4% 7,3% 4,0% 1,8% 4,4% 3,0% 9,3%
auszuwerten. e
Elifftiibey 12% 18% | 20% | 1% 4.7%
haupt nicht zu
k.A. 51% 1,9% 6,4% 9,0% 1,8% 10,0% 6,2% 3,0% 7,0%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
1 trifft voll und o o o o o o " o o o
Unternehmens- ganz zu 30,1% 24,1% | 34,0% | 32,7% | 30,0% 35,1% 50,0% 29,2% 36,4% 16,3%
daten nutzen ; " " N ; " " .
i T 2 33,6% 35,2% | 34,0% | 32,7% | 33,0% 33,3% 30,0% 38,9% 27,3% 25,6%
und sinnvoll, 3 19,5% 24,1% | 14,9% | 21,8% | 18,0% 19,3% 16,8% 21,2% 30,2%
Gz T (e 4 78% | 13.0% | 85% | 55% | 60% | 88% | 100% | 7,1% 6,1% 9,3%
schéftsprozesse
zu verbessern 5 2,7% 3.7% 3,6% 3,0% 1,8% 2,7% 7,0%
und die Wert- iees o
. 6 trifft Gber- o " o
sch?pfung zu haupt nicht zu 0,4% 1,8% 2,3%
erhdhen.
k.A. 5,9% 8,5% 1,8% | 10,0% 1,8% 10,0% 5,3% 9,1% 9,3%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
DIGITALE SOUVERANITAT - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU
Wie viele Mitarbeitende sind in Hauptbranche
lhrem Unternehmen beschéftigt? P
Offentliche Verwal-
250 500 1000 | 2000 Banken und | tungen, Non-Profit,
bis bis bis oder Dienst- Versiche- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung rung Sozialwesen
uifftvoliund | 5560 | 2000 | 404 | 32.7% | 3706 | 421% | d00% | 301% 30,4% 25,6%
ganz zu
Im Umgang 2 35,2% 37,0% | 36,2% | 41.8% | 30,0% 31,6% 20,0% 37.2% 42,4% 32,6%
mit Daten be- 3 18,8% 27,8% | 19,1% | 12,7% | 17,0% 12,3% 10,0% 18,6% 15,2% 32,6%
ki e i 7 55% | 9.3% 9% | 40% | 7.0% | 100% | 62% 4.7%
wir Aspekte
der digitalen 5 1,2% 1,9% 3,6% 1,8% 1,8%
Souveranitat. —
BRG] 0.8% 2.0% | 1.8% 0.9%
haupt nicht zu
k.A. 51% 1,9% 4,3% 10,0% 3,5% 20,0% 5,3% 3,0% 4,7%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
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Anhang

ABHANGIGKEIT - WIE BEWERTEN SIE DIE ABHANGIGKEIT IHRES UNTERNEHMENS VON NICHT-EUROPAISCHEN ANBIETERN

IM BEREICH DER DATEN?
Wie viele Mitarbeitende sind in Hauptbranche
Ihrem Unternehmen beschéftigt? P
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 99 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
S 8,6% 74% | 21% |127% | 100% | 7.0% | 100% | 88% 3,0% 14,0%
Abhéangigkeit
Wie bewerten | Starke 184% | 167% | 255% | 12,7% | 19.0% | 24,6% | 200% | 16,8% 18,2% 14,0%
Sie die Ab- Abhéngigkeit
hangigkeit lhres | vittlere . 5 . 5 5 5 5 5 . 5
Unternehmens | Aphangigkeit 34,0% | 444% | 27,7% | 41,8% | 27,05 | 351% | 20,0% | 40,7% 30,3% 20,9%
von nicht-euro- .
paischen Anbie- | Geringe 238% | 204% | 27,7% | 255% | 23.0% | 22.8% | 200% | 21.2% 36,4% 23,3%
tern im Bereich | Abhdngigkeit
der Daten? Keine
P 12,5% 9,3% 14,9% | 7,3% | 16,0% 10,5% 10,0% 8,8% 9,1% 27,9%
Abhéangigkeit
WeiB nicht 2,7% 1,9% 2,1% 5,0% 20,0% 3,5% 3,0%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
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Anhang

IT-Sicherheit

BEWUSSTSEIN - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

Ihrem Unternehmen beschiftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
wifftvollund | 1o | o419 | 208% | 20.1% | 340% | 386% | 200% | 283% 33,3% 23,3%
ganz zu
e — | 355% | 35.2% | 42.6% | 41.8% | 29.0% | 36.8% | 20,0% | 345% 36,4% 39,5%
systematisch | 3 17.6% | 25.9% | 6.4% | 182% | 18.0% | 193% | 30.0% | 18.6% 9,1% 16,3%
pdlicociipazioN 5,9% 7.4% | 43% | 3.6% | 7.0% | 53% 6.2% 6,1% 7.0%
die IT-Sicher-
heitslageam | 5 43% 56% | 43% | 3.6% | 4.0% 4,4% 9,1% 7,0%
Markt. o
BRI 0.8% 1.9% 1,8% 100% | 0.9%
haupt nicht zu
KA. 5.9% 12.8% | 1.8% | 8.0% 200% | 7.1% 6.1% 7,0%
Anzahl n= 256 54 | 47 55 | 100 57 10 113 33 43
2 ;’:':;‘;:" und | 4109 | 206% | 46.8% | 38.2% | 48.0% | 4se% | 30.0% | 416% 42,4% 39,5%
Das Angriffs-
iy 328% | 44.4% | 29.8% | 40,0% | 24.0% | 36.8% | 40,0% | 310% 33,3% 30,2%
Unternehmens- | 3 121% | 16.7% | 14.9% | 9.1% | 100% | 7.0% 14,2% 18.2% 11,6%
MEETEs 6,6% 56% | 21% | 55% | 10,0% | 10.5% 6.2% 9.3%
monitoren wir
v isch |5 1.6% 1,9% 3.6% | 1.0% 0,9% 3.0% 47%
und regel- e
maBig. 8 :"a'g;t‘":zt ol 128 19% | 22% | 1.8% 10,0% | 1.8%
KA. 3.9% 43% | 1.8% | 7.0% 200% | 4.4% 3.0% 47%
Anzahl n= 256 54 47 55 | 100 57 10 113 33 43
HERKUNFT - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU
Wie viele Mitarbeitende sind in Hauptbranche
Ihrem Unternehmen beschaftigt? P
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
Gesamt 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
wiftvoliund | o5 0 | 5500 | 340% | 20.0% | 260% | 208% | 200% | 27.4% 18.2% 20.9%
ganz zu
T 2 30.9% | 38.9% | 29.8% | 40.0% | 22.0% | 42.1% | 10,0% | 27.4% 27.3% 32,6%
Security- 3 184% | 16.7% | 85% | 23.6% | 21,0% | 158% | 20,0% | 18.6% 24,2% 16,3%
5°mp°["",’::" 4 102% | 9.3% | 149% | 91% | 9.0% | 7.0% | 100% | 11.5% 9,1% 11.6%
Herstellern aus | 5 5,9% 56% | 2.1% 11.0% | 53% | 100% | 7.1% 3.0% 47%
der EU. .
BB 27% | 5.6% 18% | 3.0% 100% | 2.7% 7.0%
haupt nicht zu
KA. 6.6% 1.9% | 10,6% | 55% | 8.0% 200% | 53% 18,2% 7,0%
Anzahl n= 256 54 47 55 | 100 57 10 113 33 43
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07 Anhang

RECHTLICHE FORMALISIERUNG - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in Hauptbranche
Ihrem Unternehmen beschiftigt? P
Offentliche Verwal-
250 500 1000 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
dtifftvollund | g oo | 4079 | 4479 | sa5% | 53.0% | 421% | e0.0% | 43.4% 63,6% 60,5%
ganz zu
Wir kennen 2 29,7% 31,5% | 383% | 32,7% | 23,0% | 38.6% 10,0% 29,2% 24,2% 27,9%
die gesetzlichen N N o N N N B .
Regeln zur 3 10,9% 18,5% | 14,9% | 3,6% 9,0% 10,5% 10,0% 14,2% 9,1% 4,7%
IT-Sicherheit 4 5,9% 7.4% 7.3% 7.0% 8,8% 8,0% 2,3%
pndihaiten 5 12% 3,06 18% 2.3%
diese entspre-
chend ein. 6 trifft tber- 0.4% 1,9% 0,9%
haupt nicht zu
k.A. 2,7% 2,1% 1,8% 5,0% 20,0% 2,7% 3,0% 2,3%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
FINANZMITTEL - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU
Wie viele Mitarbeitende sind in Hauptbranche
Ihrem Unternehmen beschiftigt? P
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
wifitvollund | ) o0 | 509 | 3629 | 200% | 42.0% | 351% | 400% | 31.9% 33,3% 30,2%
Uns stehen ge- | 93nzzu
niigend finan- 2 32,4% 37,0% | 34,0% | 45,5% | 22,0% 29,8% 10,0% 35,4% 39,4% 27.9%
et N E 203% | 29.6% | 17.0% | 18.2% | 180% | 263% | 30.0% | 16.8% 18,2% 20,9%
den Einsatz und il o7 e ftad »% »0% Un 8% \2% 9%
den Ausbau von | 4 5,9% 37% | 6.4% | 10,9% | 4,0% 5,3% 6,2% 3.0% 9,3%
SIS |5 23% | 1o% | 21% | 1.8% | 30% | 1.8% 3.5% 2,3%
Sicherheits-
MEETIED ALY | Gt 20% | 19% 18% | 3.0% 18% 3,0 47%
Verfiigung. haupt nicht zu
k.A. 4,3% 4,3% 1,8% 8,0% 1,8% 20,0% 4,4% 3,0% 4,7%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
SELBSTSTANDIGKEIT - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU
Wie viele Mitarbeitende sind in Hauptbranche
Ihrem Unternehmen beschéftigt? P
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT | 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
prSing wifftvoliund | o o0 | 1309 | 1708 | 127% | 2005 | 17.5% | 200% | 204% 3,0% 16,3%
auf keine ganz zu
e H'"eum 2 293% | 35.2% | 31,9% | 34.5% | 22.0% | 404% | 100% | 265% 30,3% 25,6%
ausreichende 3 26,2% 259% | 27,7% | 25,5% | 26,0% 26,3% 30,0% 28,3% 21,2% 23,3%
MaBnahmen 4 13,7% | 14.8% | 10,6% | 12,7% | 150% | 123% | 10,0% | 150% 15,2% 11,6%
hinsichtlich
IT-Sicherheits- | 5 7,0% 9,3% | 43% | 91% | 6,0% 1,8% 10,0% 4,4% 15,2% 14,0%
vorkehrungen, ifft iber-
e || ;:fl:;::i:n wl| 276 | 19% | 21% | 3ex | 3o0% | 18% 1,8% 6,1% 4,7%
mittlung und
Krisenmanage-
ment durchzu- | k.A. 4,3% 6,4% 1,8% 7,0% 20,0% 3,5% 9,1% 4,7%
flihren.
Anzahl n= 256 54 47 55 100 57 10 113 33 43
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Anhang

MITARBEITER*INNEN / CODE OF CONDUCT - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

lhrem Unternehmen beschéftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
Wir fihren auf | 1tritftvollund | oo | 3339 | 4269 | 345% | 47.0% | 3e8% | 50.0% | 425% 45,5% 34,9%
allen Beschaf- ganz zu
gnoschere N p 30,1% | 27,8% | 27.7% | 40,0% | 27,0% | 40.4% | 300% | 29,.2% 24,2% 23,3%
durch, um 3 17,6% 29,6% | 23,4% | 14,5% | 10,0% 12,3% 10,0% 17,7% 18,2% 25,6%
e e 4 6,3% 7.4% | 21% | 55% | 80% | 88% 6,2% 6,1% 4,7%
arbeiter*innen
fir das Thema | 5 1,6% 21% | 1.8% | 20% 2.7% 2.3%
IT-Sicherheit 6 trifft Giber-
T heuntnichtzu] 12 1,9% 18% | 1.0% | 1.8% 4,7%
sieren und zu
trainieren. k.A. 2,7% 2,1% 1,8% 5,0% 10,0% 1,8% 6,1% 4,7%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
1 trifft voll und o " o o o o o o 9
Wir haben ganzzu 42,2% 31,5% | 46,8% | 40,0% | 47,0% 42,1% 60,0% 39,8% 51,5% 37,2%
klare Regeln y S . " y
T EEe e 2 35,9% 38,9% | 38,3% | 43,6% | 29,0% 42,1% 20,0% 37.2% 30,3% 32,6%
arbeiter*innen 3 11,7% 14,8% | 8,5% 7,3% | 14,0% 10,5% 10,0% 9,7% 12,1% 18,6%
L T 7 43% | 113% | 21% | 18% | 30% | 1.8% 6.2% 3.0% 47%
das Angriffs-
risiko auf unser | 5 3,1% 3,7% 2,1% 3,6% 3,0% 3,5% 3,5% 4,7%
Unternehmens- P
6 trifft Uber- o o o
netzw_erk zu et it 0,4% 1,8% 0,9%
reduzieren.
k.A. 2,3% 2,1% 1,8% 4,0% 10,0% 2,7% 3,0% 2,3%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
lg;f':;‘;:" und | 3500 | 185% | 46.8% | 327% | 42.0% | 42.1% | 50.0% | 3L9% 30,4% 32,6%
Wir stellen y . . . . . y
regelméBig 2 35,9% 51,9% | 23,4% | 41.8% | 30,0% 29,8% 20,0% 39,8% 36,4% 37.2%
die Einhaltung 5] 14,8% 20,4% | 14,9% | 14,5% | 12,0% 15,8% 10,0% 14,2% 18,2% 14,0%
Soriontns 4 70% | 93% | 85% | 36% | 7,05 | 12.3% 8.8% 2.3%
formulierten
Richtlinien zur |5 2,0% 1,8% 4,0% 1,8% 7,0%
IT-Sicherheit P
. 6 trifft tiber- o o o
sicher. (st Bl 0,8% 3,6% 0,9% 2,3%
k.A. 3,5% 6,4% 1,8% 5,0% 20,0% 2,7% 6,1% 4,7%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
1 trifft voll und o o " o o o " o o o
Unsere Mit- ganzzu 31,3% 29,6% | 34,0% | 18,2% | 38,0% 29,8% 20,0% 34,5% 24,2% 32,6%
arbeiter*innen y ; S " " . y
el i FEle 2 37,1% 35,2% | 38,3% | 45,5% | 33,0% 47,4% 20,0% 39,8% 39,4% 18,6%
von IT-Security- | 3 19,5% 22,2% | 21,3% | 25,5% | 14,0% 15,8% 40,0% 10,6% 30,3% 34,9%
NEEEIInC? | 5% | 7.4% | 43% | 36% | 50% | 35% 6.2% 3.0% 7.0%
Lage, auf Basis
klarer Verhal- 5 2,7% 3,7% 5,0% 1,8% 3,5% 4,7%
tensrichtlinien P
enEmediEE | :,:f:;:',:i:“ | 16 1,9% 5.5% 1,8% 2.7%
Zu reagieren.
k.A. 2,7% 2,1% 1,8% 5,0% 20,0% 2,7% 3,0% 2,3%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
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Anhang

VERTRAUENSWURDIGE PRODUKTE/SIEGEL - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

Ihrem Unternehmen beschiftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
Wirsetzenauf | atrfftvollund | o o | 419 | 3404 | 23.6% | 22.0% | 263% 23,0% 24,2% 34,9%
Produkte, die ganz zu
pCESIZLocN P 36,3% | 38.9% | 36.2% | 38.2% | 34.0% | 36.8% | 30.0% | 32.7% 515% 34,9%
lassen und/oder
zertifiziert sind | 3 13.7% | 16.7% | 14.9% | 12.7% | 12.0% | 22.8% | 20,0% | 10,6% 6.1% 14,0%
(2.B. Giitesiegel | 4 9.8% | 13.0% | 43% | 7.3% | 120% | 105% | 100% | 14.2% 4.7%
IT-Sicherheits-
e, |3 2.7% 3.7% 1.8% | 4.0% 4,4% 47%
um unsere 6 trifft Gber- i
Vertrauenswiir- | pauptnichtzu | -2 18% | 2,0% 2,7%
digkeit sicher-
zustellen. KA. 11.3% | 37% | 106% | 14.5% | 14,0% | 35% | 40,0% | 12.4% 18,2% 7,0%
Anzahl n= 256 54 | 47 55 | 100 57 10 113 33 43
1 ;':nfi ‘;3" und | 00 | 27:8% | 36.2% | 38.2% | 50.0% | 40.4% | 30.0% | 44.2% 36,4% 34,9%
Unsere Sicher- ; . " ; S .
et L2 32.4% | 40.7% | 34.0% | 40.0% | 23.0% | 36.8% | 20,0% | 265% 42,4% 37.2%
sehen umfang- | 3 16.0% | 25.9% | 12.8% | 14,5% | 13.0% | 15.8% | 30,0% | 17.7% 12,1% 11,6%
el M;‘.'." 4 6.6% | 56% | 106% | 1.8% | 80% | 7.0% 6.2% 3,0% 11,6%
ur den
Schutz unserer |5 0,8% 1,8% 1,0% 1,8%
Infrastruktur P
6 trifft tber- " o
und Daten vor. (o Bt 0,4% 1,8% 0,9%
KA. 3,5% 6.4% | 1.8% | 50% 200% | 2.7% 6.1% 47%
Anzahl n= 256 N 55 | 100 57 10 113 33 43
Inunserem Aus- | 1trifftvollund | 1o o0 | 1679 | 2135 | 145% | 240% | 228% | 300% | 212% 12,1% 16,3%
wahlverfahren ganz zu
Wy GEEsEEs {5 32.4% | 315% | 40.4% | 40.0% | 250% | 36.8% | 20,0% | 31.9% 33,3% 30,2%
IT-Kernkom-
ponenten 3 28.1% | 37.0% | 17.0% | 29.1% | 28.0% | 29.8% | 20,0% | 27.4% 27.3% 30,2%
(Hardware/ 4 82% | 7.4% | 85% | 36% | 1.0% | 7.0% | 100% | 7.1% 15.2% 7.0%
Software) halten
wir die Komple- | 5 39% | 5.6% 55% | 40% | 1.8% 4.4% 3,0% 7.0%
xitat gering, um
Ursachen sicher-
heitskritischer
Bottlenecks , , . . . , . ,
Zielgerichtet zu | %A 7.4% 1.9% | 12.8% | 7.3% | 80% | 1.8% | 200% | 8.0% 9.1% 9,3%
detektieren und
beseitigen zu
kénnen.
Anzahl n= 256 N 55 | 100 57 10 113 33 43
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Anhang

SECURITY - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

Ihrem Unternehmen beschiftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen

tiftvollund | o500 | 5500 | 4a7% | 327% | 420% | 208% | 400% | 363% 42,4% 37,2%
Wir haben ganz zu
technische 2 36,7% | 38.9% | 36,2% | 43.6% | 32.0% | 439% | 200% | 37.2% 33,34 32,6%
SEIERBUE g 141% | 20.4% | 12.8% | 14,5% | 1.0% | 21.1% | 200% | 9.7% 12,1% 16.3%
zur Erkennung | 4 7.0% | 16.7% | 43% | 36% | 50% | 3.5% 8.8% 3,0% 11,6%
MIdizugkog 5 1.2% 1.9% 3,6% 1.8% 3.0%
ordinierten
Abwehr von 6 trifft tber- . i
IT-Angriffen. haupt nicht zu AR 1,0% 0,9%

KA. 4.7% 21% | 18% | 100% | 18% | 200% | 53% 6.1% 2.3%
Anzahl n= 256 54 | 47 55 | 100 57 10 113 33 43
pirgtelien wifftvollund | o, 1o | 3500 | 362 | 34.5% | 400% | 38.6% | 300% | 336% 39,4% 44,2%
sicher, dass ganz zu
Tgundinicht 2 395% | 35.2% | 53.2% | 43.6% | 33.0% | 42.1% | 40,0% | 40,7% 42,4% 30,2%
IT-bezogene
Sicherheits- 3 11,3% | 14.8% | 6.4% | 10,9% | 12.0% | 88% | 100% | 11.5% 9.1% 16,3%
vorfdlle (z.B. 14 66% | 13.0% | 21% | 7.3% | s0% | ss8% 8.0% 3.0% 4.7%
Stromausfalle)
keinen Einfluss | 5 1.2% 1,9% 1,8% 1,0% 2,7%
auf die ord- 6 trifft iiber-
nungsmatige hauptmentzu| 0% 2.0% 0.9% 2.3%
Funktion ge-
schaftskritischer | a 3.5% 2% | 18% | 7.0% | 18% | 200% | 2.7% 6.1% 2.3%
Prozesse hat.
Anzahl n= 256 54 | 47 55 | 100 57 10 113 33 43

tittvollund | oo oo | o419 | 3625 | 32.7% | 43.0% | 421% | 300% | 327 30,3% 39,5%

ganz zu
Durch zentrale | 2 39,5% | 44.4% | 38,3% | 47.3% | 33.0% | 36.8% | 400% | 389% 48,5% 37,2%
Konfigurationen N N N N N B .
| 9.4% | 111% | 85% | 55% | 1.0% | 8.8% 11,5% 6.1% 9,3%
regeln stellen | 4 8.6% | 148% | 106% | 91% | 40% | 88% | 100% | 88% 6.1% 9,3%
iercider chel e 2.0% 3.7% 18% | 20% | 18% 3.5%
Sicherheits-
niveaus sicher. | 6 trifft tber- 0.4% 1,0% 0,9%
haupt nicht zu

KA. 4.7% 19% | 6.4% | 36% | 60% | 18% | 200% | 35% 9,1% 4.7%
Anzahl n= 20 54 | 47 55 | 100 57 10 113 33 43

1;'::‘2‘;3" und | aag | a2 | 38.3% | 49% | 45.0% | 40.4% | s0.0% | 49.6% 54,5% 25.6%
Wir sind in der . . " ; y ;
Lage sicherere | 2 27.7% | 22.2% | 34,0% | 34.5% | 24.0% | 351% | 100% | 265% 21,2% 30,2%
Sicherheits- 3 14,5% | 13.0% | 14.9% | 91% | 18.0% | 158% | 100% | 10.6% 9.1% 27.9%
UEEIEm A, g 59% | 148% | 43% | 36% | 3.0% | 3.5% 5,3% 9,1% 9,3%
Zwei-Faktor-
Authentisierung | 5 35% | 7.4% | 43% 30% | 35% | 100% | 4.4% 2.3%
(2FA) einzu- re—
setzen, g ;:Lf;t“:;:“ ol o 1.8% | 10% 1,8%

KA. 3.5% 43% | 18% | 60% | 18% | 200% | 1.8% 6.1% 4.7%
Anzahl n= 256 54 | 47 55 | 100 57 10 113 33 43
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Anhang

DIGITALE SOUVERANITAT - INWIEWEIT TREFFEN FOLGENDE AUSSAGEN AUF IHR UNTERNEHMEN ZU

Wie viele Mitarbeitende sind in

lhrem Unternehmen beschéftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
Bei der & ;’:;;‘;:" und | 3005 | 16.7% | 34.0% | 345% | 35.0% | 439% | 300% | 25.7% 30,3% 27,9%
Gestaltung der
IT-Sicherheits- | 2 32,8% | 40,7% | 40,4% | 30,9% | 26,0% | 29.8% | 20,0% | 36,3% 39,4% 25,6%
infrastruktur 3 19,5% 27,8% | 12,8% | 16,4% | 20,0% 17,5% 30,0% 17,7% 15,2% 27,9%
beriicksichtigen
wir Aspekte 4 7,0% | 111% | 21% | 55% | 80% | 53% 11,5% 4,7%
der digitalen 5 2,3% 1,9% 3.6% | 3,0% 3,5% 4,7%
Souveranits
. k.A. 7,4% 1,9% | 10,6% | 9,1% 8,0% 3,5% 20,0% 5,3% 15,2% 9,3%
Anzahl n= 256 54 47 55 100 57 10 113 33 43

ABHANGIGKEIT - WIE BEWERTEN SIE DIE ABHANGIGKEIT IHRES UNTERNEHMENS VON NICHT-EUROPAISCHEN ANBIETERN IM BEREICH
DER IT-SICHERHEIT?

Wie viele Mitarbeitende sind in

lhrem Unternehmen beschéftigt? Hauptbranche
Offentliche Verwal-
250 500 1000 | 2000 Banken tungen, Non-Profit,
bis bis bis oder Dienst- und Ver- Gesundheits- und
GESAMT 499 999 1999 | mehr | Industrie | Handel | leistung sicherung Sozialwesen
SCFSELD 78% | 56% | 64% | 55% | 11.0% | 53% | 100% | 7.1% 3,0% 16,3%
Abhéngigkeit
Wie bewerten Starke
S!e di? Abhan- Abhangigkeit 23,8% 259% | 31,9% | 18,2% | 22,0% 24,6% 10,0% 27,4% 27,3% 14,0%
gigkeit Ihres -
Unternehmens | Mittlere 36,7% | 38.9% | 31.9% | 491% | 31.0% | 47.4% | 400% | 345% 33,3% 30,2%
von nicht- Abhéngigkeit
europdischen i
AT T ﬁff['[‘ge. . 184% | 222% | 193% | 145% | 180% | 123% | 200% | 17.7% 21,2% 25,6%
Bereich der o
IT-Sicherheit? Ghe 9 9
Abhangigkeit 8,2% 7.4% 8,5% 7.3% 9,0% 8,8% 8,8% 6,1% 9,3%
WeiB nicht 5,1% 2,1% 5,5% 9,0% 1,8% 20,0% 4,4% 9,1% 4,7%
Anzahl n= 256 54 47 55 100 57 10 113 33 43
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